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IP/IPX Routing and MAC Bridging Introduction

Required Software Modules XE "Software for Routing and Bridging" 
Athena Access performs routing and bridging using the following software modules:

· IP performs IP routing, provides ARP and Proxy ARP, TCP and UDP services.

· IPX provides IPX routing.

· Bridging provides MAC layer bridging.

· PPP provides PPP encapsulation over synchronous and WAN ports.

· The Router Wan Interface (RWI) transports IP, IPX and bridging traffic over frame relay and X.25 networks.

· A LAN Interface module connects the Access to an Ethernet LAN.

· A Telnet Module provides a Telnet connection to the NMP.

Athena Access does not require you to install all of the above modules at the same time. You can load them separately or in any combination.

The following diagram illustrates how these modules connect to each other.
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Figure 7.1 LAN Module Connections XE "LAN Module Connections" 
Applications XE "Applications" 
Management Applications XE "Management Applications" 
Management Application
Modules Required

Telnet management from a LAN
IP, Telnet and LAN Interface

Telnet management from the WAN
IP, Telnet and RWI with Frame Relay and/or X.25

Routing Applications XE "Routing Applications" 
Routing Application 
Modules Required

IP Router over PPP Leased line
IP, PPP (with/without compression), and PDR

IP Router over WAN
IP and RWI with frame relay and/or X.25

IP Router over WAN with compression
IP and RWI with frame relay and/or X.25, PPP 

Any of above with IPX or Bridging
Add IPX or Bridging

Any of above with local LAN support
Add a LAN interface with appropriate hardware

Note: You can uses the Access as a pure WAN router or bridge (i.e. without a local LAN) if you wish.

Router Configuration XE "Router Configuration"  

General Installation XE "General Installation" 
Assign WAN Protocols XE "Assign WAN Protocols" 
Assign the WAN protocols first. The installation steps refer to the central access node, but also apply to the other nodes. 

1.
Assign the frame relay router, and frame relay trunk. 

2.
Assign the PPP port module to selected ports.

Assign LAN Protocols XE "Assign LAN Protocols" 
Assign the LAN protocols. 

1.
Assign the LAN Interface, IP router, IPX router, Bridge and PPP layer, Telnet and RWI.

General Configuration XE "General Configuration" 
Configure the Nodal Address XE "Configure the Nodal Address" 
Assign the region and node identifications. Frame relay will use them. Even if you have no plans to use nodal routing later, assign a nodal ID and a regional ID of one.

Configure the IP Address XE "Configure the IP Address" 
Assign the IP address. The NMP makes assumptions about the mask size from the class of the IP address. You can override these assumptions.

Frame Relay Configuration XE "Frame Relay Configuration" 
To configure the trunk you must perform the following steps:

1.
Configure the frame relay trunk.

2.
Configure the router-WAN connection.

3.
Configure the router-router link connection.

4.
Configure the Ethernet link connection.

You can find these steps explained in detail in the following subsections.

Configure the Frame Relay Trunk. XE "Configure the Frame Relay Trunk."  

1.
Go to the frame relay trunk.

2.
Enter the DLCI menu. 

3.
Assign DLCIs with a command such as ed 16 dest 1 1 rwi 100. This directs the DLCI to connect to region 1 node 1 (i.e. this node) RWI DLCI #100. The LMI assigns a default CIR of 19.2 Kbps. You can optionally add ty tail to the command.
4.
Modify the DLCI’s CIR, e.g., ed 16 CIR 1536000.

Configure the Router WAN Connection XE "Router WAN connection, configuring" .

1.
Go to the LAN router WAN Frame Relay Command Menu. 

2.
Create and name a call group (e.g. fr1 to 16) with the command ed fr1-16. This brings you to a menu that lets you configure the router to frame relay trunk DLCI connection. 

3.
Configure the local DLCI to any number (e.g. 100). 

4.
Set the CIR to 19.2 Kbps. 

5.
Enable bursting. 

6.
Set the destination region, node, trunk and DLCI to be 1, 1, 1 and 16. 

If you back out of the menu and use the Show command, you will see that the callgroup link is inactive. This is because you have not directed IP or IPX or bridging to use this completed link between routers.

Configure the Router-router Link Connection XE "router-router link connection, configuring" . 

1.
Back out two menus to the LAN/WAN Router Command Menu, after completing the steps to configure the router WAN connection.

2.
Enter the IP menu and then the Links menu. 

3.
Create an IP link by typing ed 1 [enter]. This brings you to a menu that lets you configure the router link to use the frame relay callgroup. 

Note: To use the previously provided callgroup name configure the connection type by typing ct wan fr1-16. 

4.
Configure the type as unnumbered. 

5.
 Set the peer’s IP address. 

6.
 Set the peer’s mask. 

7.
Configure the RIP settings as appropriate to the other router. 

8.
Back out of the Edit menu and use the Show command.

The IP links should almost immediately show that the link is active, if you have configured the remote router and established the frame relay DLCI.

Configure the Local Ethernet Link Connection XE "Ethernet link connection, configuring" . 

1.
Create a second IP link by typing ed 2 in the LAN Router IP Link menu. This brings you to a menu that lets you configure the router link to use the local Ethernet connection.

2.
Configure the connection type to ct lan. The package will adopt the NMP configured IP address. 

3.
Back out of the Edit menu and use the Show command.

The IP links should show that the link is immediately active.

IPX Router Configuration Overview XE "IPX Router Configuration Overview" 
The Athena Access Ethernet IPX router intelligently routes Novell’s Internetwork Packet Exchange (IPX) LAN traffic between local LANs and to remotely connected LANs across the WAN. It also tracks the availability of services within the internetwork.

Novell NetWare uses a suite of protocols for LAN communications. The Novell protocols include IPX, SPX, RIP, SAP and others operating at layers 3 and above.

The NetWare Network Operating System implements the concept of “Client-Server” computing. In this system, there are various servers, such as file servers, print servers, and fax servers, to name a few. The client stations, where the users work, connect to servers to retrieve files, get application software or submit print jobs. While most, if not all, of the interaction between the clients and servers is invisible to the users, these operations rely on the transfer of packets between clients and servers using the IPX/SPX protocols.

IPX routers forward IPX frames based on their IPX destination network number and an internal routing table. The router maintains the internal routing table with the remote network IPX network numbers and the remote partner IPX routers associated with those networks. When the router receives an IPX frame from the local LAN, it examines the destination IPX network number and looks it up in the routing tables. Once the router finds the destination IPX network in the routing tables, it sends the IPX frame to the remote partner Athena Access connected to the appropriate remote IPX network.

The Novell Routing Information Protocol (RIP) is similar to the Routing Information Protocol that IP routers use. Novell RIP performs similar functions to IP RIP, in that Novell RIP communicates information about routes through routers to remote networks. It also allows NetWare clients to obtain information about the networks within the internetwork.

The IPX router also maintains a table that associates each IPX server available in the IPX internetwork with the full IPX address of the server. This allows the router to inform the client stations and other routers about the services available within the internetwork.

Servers use the Novell Service Advertising Protocol (SAP) to advertise their presence within the network and by clients to locate servers. IPX routers use SAP to learn about services on remote networks and to inform remote routers of the services available on its own local networks. It also allows routers to inform local clients about services.

For the IPX router to route IPX traffic, you must enable the IPX router and configure the links that will route IPX traffic.

Enabling the IPX Router XE "Enabling the IPX Router" 
When you have enable IPX routing, the IPX router will route IPX frames between the links that are up and configured for IPX routing. To use IPX routing:

1.
Go to the IPX Command Menu.

2.
Type re on, then press [enter].

Bridging Configuration XE "Bridging Configuration" 
The bridge level commands let you configure bridge’s parameters. The commands available in this menu are:

· AgingTimer
· BroadcastFilter
· FilterOperation

The menus available from the Command Menu XE "Stats Command Menu"  are:

· AddressFilter
· LInks
· SPanningtree
· STatistics

Aging Timer Command XE "Aging Timer Command" 
The Agingtimer defines the interval after which the bridge will remove unused, non-permanent entries from the address table. The default setting is 300 seconds.

Increasing the value of the bridge aging timer will remove unused entries less frequently. This offers an increase in bridge performance since the bridge will not rebuild the table as often. Balancing the value of the bridge aging timer according to the size of the local LAN and the frequency of station usage and moves can assist you in optimizing bridge performance. When set to off, the aging timer is disabled. To set the interval:

1.
Type at.

2.
Type off or a value (10 to 1,000,000 seconds).

3.
Press [enter].

Broadcast Filter Command XE "Broadcast Filter Command" 
The Broadcastfilter command filters MAC broadcast frames. This command gives you the choice of blocking or forwarding MAC broadcast frames for bridged data. Forwarding is the default setting. 

When you set it to forward, the bridge will forward all MAC broadcast frames. When you set it to block, the bridge will filter all MAC broadcast frames. When you set the filter operation to negative, the bridge reverses the above operation.  To set the filter:

1.
Type bf and forward or block, then press [enter].

Filter Operation Command XE "Filter Operation Command" 
The Filteroperation command sets operation of filter. This command lets you change the operation of the MAC address filters defined in the bridging table from positive to negative. Positive is the default setting. 

When set to positive, the bridge will filter all frames with MAC addresses as defined in the bridging table. When you set it to negative, the bridge will forward all frames with MAC addresses defined in the bridging table. To set the filter:

1.
Type fo and positive or negative.

2.
Press [enter].

Show Command

The Show command displays the current settings of the bridge. To view the settings:

1.
Type sh then press [enter].

Address Filter Command Menu XE "Address Filter Command Menu" 
The Address Filter Command menu lets you configure the MAC address filters for the bridge and their parameters. 

Clear Command XE "Clear Command" 
The Clear command lets you clear all the learned addresses currently in the address bridging table. To clear the learned addresses:

1.
Type cl and press [enter].

Delete Command XE "Delete Command" 
The Delete command lets you delete an address in the address bridging table. To delete an address:

1.
Type de and the address, then press [enter].

Note: For the address use the following format xx-xx-xx-xx-xx-xx or xx:xx:xx:xx:xx:xx or xxxxxxxxxxxx where xx = $00-$ff.

Edit Command XE "Edit Command" 
The Edit command menu lets you assign or edit a MAC address and its parameters. The address filter edit menu provides the following configuration functions:

· Permanent specifies an address as a permanent address that is not subject to aging.

· Filterifsource configures the bridge to filter all frames from this address.

· Filterifdest configures the bridge to filter all frames to this address.

To access the edit menu:

1.
Type ed and the address, then press [enter].

Note: For the address use the following format xx-xx-xx-xx-xx-xx or xx:xx:xx:xx:xx:xx or xxxxxxxxxxxx where xx = $00-$ff.

Show Command

The Show command lets you view all or permanent MAC addresses. To view the settings:

1.
Type sh then press [enter].

Links Command Menu XE "Links Command Menu" 
Delete Command XE "Delete Command" 
The Delete command lets you remove a configured link within the range from 2 to 200. To delete a link:

1.
Type de and the link number (1 to 200), then press [enter].

Note: Deleting link 1 will stop all bridging if you have enabled spanning tree protocol.

Edit Command XE "Edit Command" 
The edit menu assigns or edits a link and its parameters. The links menu provides the following configuration functions:

· Connectiontype XE "Connectiontype command"  specifies the type of interface to which the bridge link is connected.

· Ipbridging XE "Ipbridging command"  enables or disables the IP bridging feature.

· Ipxbridging XE "Ipxbridging command"  enables or disables the IPX bridging feature.

· Stpparameters XE "Stpparameters command"  defines the STP port parameters.

To access the edit menu:

1.
Type ed and the link number (1 to 200), then press [enter].

List Command XE "List Command" 
The List command lets you view all configured links. To view the links:

1.
Type li then press [enter].

Show Command

The Show command lets you view the settings of all configured links. To view the settings:

1.
Type sh then press [enter].

Spanning Tree Menu XE "Spanning Tree Menu" 
The spanning tree menu provides the following configuration functions:

Bridge Priority Command XE "Bridge Priority Command" 
The Bridgepriority command lets you set the bridge’s priority for becoming the root bridge. The default setting is 32768. The NMP selects the bridge with the lowest priority as the root bridge in an STP configuration. To set the priority:

1.
Type bp and the priority (65535 or lower), then press [enter].

Forwarding Delay Command XE "Forwarding Delay Command" 
The Forwardingdelay command specifies the time that the bridge will wait in each of the listening and learning states before it starts to forward frames. The default setting is 15 seconds. To set the delay:

1.
Type fd and the time (4 to 30 seconds), then press [enter].

Hello Timer Command XE "Hello Timer Command" 
The Hellotimer command lets you set the interval between transmissions of protocol configuration information by a bridge that is attempting to become, or already is, a root bridge. Two seconds is the default setting. 

In the STP, only one bridge can be the root bridge. The root bridge generates a configuration message after the interval set by this timer. All other bridges in the network wait for this configuration message within the network hello time to confirm that the topology is stable. If any bridge does not receive the configuration message within the expected time, it will send out topology change messages to the other bridges in order to negotiate a new configuration. To set the interval:

1.
Type ht and the time (1 to 10 seconds), then press [enter].

Message Age Timer Command XE "Message Age Timer Command" 
The Msgagetimer command lets you set the receive hello message period. It specifies the length of time the STP considers stored protocol information as valid. The default setting is 20. If a non root bridge has not received protocol confirmation from the root bridge within this interval, it will broadcast to the other bridges that the topology has changed and performs a 
re-configuration negotiation. To set the timer:

1.
Type at and the time (6 to 40 seconds), then press [enter].

Show Ports Command XE "Show Ports Command" 
The Showports command lets you view the status of all STP ports, identify the designated bridge and the designated ports and flag any changes in the topology. The definitions of each column are as follows: 

· Name: shows the port name.

· State: indicates the current port states: disabled, listening, learning, forwarding or blocking.

· Cost: shows the contributing cost of each port to the root path cost.

· Address: shows the MAC address for the designated bridge attached to the port.

· Pri: indicates the port priority given to the designated port or bridge.

· ID: indicates the port ID number of the designated port.

· Self: means the bridge is the designated bridge for the LAN.

· S or C: means the topology is stable or changing.

STP State Command XE "STP State Command" 
The Stpstate command lets you enable or disable spanning tree protocol. Disabled is the default setting. You need to enable STP only if a loop exists, or there is the potential for a loop in the network. If you disable STP, other features will not be applicable. You can use this as the learning timer in a non-STP configuration, but the timer is fixed at 15 seconds. To toggle the spanning tree protocol:

1.
Type ss and disabled or enabled, then press [enter].

Show Command

The Show command displays the current setting of the bridge. To view the settings:

1.
Type sh then press [enter].

Statistics Command Menu XE "Statistics Command Menu" 
The Statistics commands allow you to view and clear statistics.

Clear Command XE "Clear Command" 
The Clear command clears all bridge statistics. To clear the stats:

1.
Type cl, then press [enter].

Interval Command XE "Interval Command" 
The Interval command displays continual bridge statistics at the configured time interval. To set the interval:

1.
Type in and the interval (5 to 240 seconds), then press [enter].

Show Command

The Show command displays the current bridge statistics. To view the statistics:

1.
Type sh then press [enter].

PPP Configuration XE "PPP Configuration" 
You can configure up to 64 PPP links for various Network Protocols (NPs). These NPs are the IP router, IPX router, and MAC Bridging applications. In order for an NP to establish a PPP link connection, you must first create the PPP configuration for the link. Each NPs uses the PPP’s link name to refer to specific links.

Configuring a PPP Link XE "PPP Link Configuration" 

 XE "Configuring a PPP Link" 
PPP links can link any physical port on the Athena Access. Each PPP link has a unique PPP link name. All NPs use a unique link name to establish connections to the PPP for a particular link. The Athena Access also uses the link name for displaying the status and editing the configuration of individual links.

The configuration of the PPP link parameters specifies the physical settings the Athena Access requires to connect with another router. In order to establish an NP connection to the another router you must configure the NP link with appropriate values as well. This applies to PPP links you create using the PDR and ISDN ports. For PPP links you create using the RWI, the PPP cannot set the physical parameters and as a result the menu for a PPP RWI Link does not have the same menu options as the PDR or ISDN. The only parameters you can configure for all types of PPP Links are echo monitoring and compression, which have the default values enabled and disabled respectively. 

Echo monitoring is a tool within PPP for debugging and monitoring the integrity of the link. It sends out echo requests to the remote PPP site and keeps trying according to the default time and count. If the remote PPP site does not send an echo response back in time, PPP will bring the link down. Disabling this feature means that the Athena Access will not send out requests but will always reply to them. If you enable compression, the Athena Access will try and negotiate compression with the remote host. If it is successful, then it will compress all data transmitted, significantly reducing the amount of network bandwith used. In the Links Show Menu, the CCP will display up if compression is up.

Creating a New PPP Link XE "PPP Link, creating a new" 
When you create a new link the name must be unique to PPP. In a case where the link is to a PDR (PPP port driver), the port number is the physical port number for the PPP connection. You must install the PDR on that physical port. If the link is to the RWI, you must install RWI and the respective WAN protocol (e.g., X.25 or frame relay). For an ISDN link, you must install the BRI binary. To create a new PPP link:

1.
Go to the LAN Router PPP Command Menu.

2.
Type ed.

3.
For a PDR and ISDN connection, type the link name and port number. For an RWI connection, type the link name (must be the same as in RWI) and rwi.
4.
Press [enter].

PPP Port Driver Configuration (PDR) XE "PPP Port Driver Configuration (PDR)" 
PPP port driver (PDR) configuration controls physical aspects of the PPP’s connection with the outside world.

Setting the Clock Source XE "Clock Source, setting"  

For a synchronous link, you can set the clock source to internal or external. By default, the clock source is internal for DCE type interfaces and external for DTE type interfaces. To set the clock source:

1.
Type cs and internal or external, then press [enter]. 

Setting the Baud Rate XE "Baud Rate, setting"  

You can configure the baud rate (within limitations) for a PDR link if you have set the clock source as internal for a DTE port. To configure the baud rate:

1.
Type br and the baud rate, then press [enter].

Note: For information on rate limitations type br ? at the prompt.

Setting the Lead Fail Time XE "Lead Fail Time, setting"  

The lead fail time determines how long the PDR will keep a connection active if it loses the control leads. You can disable this feature so the PPP link ignores the status of the control leads. To set the lead fail:

1.
Type lf and the time out in seconds, then press [enter].

Note: If the time out value is set to zero this feature is disabled.

Long lead fail times may not elapse before the PPP itself can bring a link down. The PPP intermittently sends and receives control messages to probe the integrity of the link. This implementation of the PPP will ignore missing control messages from the peer router before the PPP closes the link and re‑opens with new negotiation parameters for each Network’s Controlling Protocol (NCP). This feature is known as echo monitoring and you can enable or disable it.

ISDN Ports XE "ISDN Ports, PPP Setup" 
Enabling/Disabling the Answer Mode XE "Answer Mode, Enabling/Disabling" 
Setting the answer mode determines whether the PDR will ignore or accept incoming calls. By default, the answer mode is on and the PDR will accept (answer) any incoming calls. To set the answer mode:

1.
Type an and on or off, then press [enter].

Setting the Call Timer XE "Call Timer, Setting" 
The call timer instructs the PDR how long it should attempt to make an individual call (analogous to how long it should let the phone ring). If this timer is set to zero, the PDR will not attempt any calls. The default timer value is 30 seconds. To set the answer mode:

1.
Type ct and the timer value, then press [enter].

Setting the Redial Pause XE "Redial Pause, Setting" 
The redial pause instructs the PDR how long it should wait in seconds between successive call attempts. The default timer value is 60 seconds. To set the answer mode:

1.
Type rp and the timer value, then press [enter].

The driver command displays important statistics for PDR and ISDN links that can be used for optimization.

Binary   Version  Port

                                   PPP Links

Link Name       Port Type  Baud   Int Format LF CCP  IP   IPX  BCP  PPP  Driver

--------------- ---- ----- ------ --- ------ -- ---- ---- ---- ---- ---- ------

ppp2             2   Sync  600    DTE NRZ    5  No Hardware

ppp3             3   Sync  Ext    DTE NRZ    5  Down Down Down Down Down Closed

ppp1             1   Sync  Ext    DTE NRZ    5  Down Up   Down Down Up   Up

isdn             22  Sync  64.00k DTE NRZ    5  Down Down Down Down Down Closed

Figure 7.2 PPP Links Show Display

                      PPP Hardware Driver Status: "ppp1"

Status: Link Up             Hardware: WAN V11 - DTE

Baud Rates (Measured)       Bytes      Rcv/Xmt         Frames Discarded

Transmitter  : 1200         Total:    8388/8456        Tx Ctrl  : 0      0.0%

Receiver     : 1200                                    Tx Data  : 0      0.0%

Clock Failures              Frames                     Rx Data  : 0      0.0%

Transmitter  : 0            Total:     639/640         Overruns : 0

Receiver     : 0                                       Underruns: 0

Link Cycles  : 1                                       Tx Aborts: 0

Lead Failures: 0            TR  RS  RR  DM  CS         Rx Idles : 0

                            on  on  on  on  on         Rx EOLs  : 0

Throughput      0    10    20    30    40    50    60    70    80    90    100%

Rx:  6%     72b |***

Tx:  6%     72b |***

Average    913s +-----+-----+-----+-----+-----+-----+-----+-----+-----+-----+

Figure 7.3 PPP Stats Driver Display

Note: The PPP stats driver display is not available for an RWI link.

Software Compression XE "PPP Software Compression" 
Athena Access offers you the option of running PPP with compression. Using compression on your node will save bandwidth and improve link efficiency. This feature is included with the newest PPP binary. It uses the Compression Control Protocol (CCP ).

Configuring the Node for Compression XE "Configuring the Node for Compression" 
To install compression:

1.
Download the PPP binary that supports compression.

2.
Assign the binary.

3. 
Enable compression in the PPP Links Command Menu.

Now when you try to establish a PPP Link Connection, CCP will attempt to be negotiated. If the link is already up, then halt and then initialize the link.

Compression is configurable indirectly through PPP. In the NMP you can only enable or disable it. To toggle the compression feature from the Config Command Menu:

1.
Type lr pp li [enter] to go to the PPP Links Command Menu.

2.
Type ed and the link name then enable or disable.

3.
Press [enter].

To view the stats for CCP from the PPP Command Menu:

1.
Type st to go to the stats menu.

2.
Type cc and the link name [enter].

                      PPP CCP Statistics: "ppp3"

Link Status:  Enabled, Compression: Enabled, Multilink: Disabled

Bundle state: Up, Operational Status: Opened

                    Local CCP            Remote CCP

Protocol  :         Stac LZS (17)        Stac LZS (17)

Histories :         1                    1

Check Mode:         Sequence Number      Sequence Number

Restarts  :         0

Resyncs   :         0

Frame Counts         (Rcv/Xmt)       Frame Errors

CCP          :          2/1          Compress     : 0

Reset Req    :          0/0          Decompress   : 0

Reset Ack    :          0/0          Rcv Discards : 0

Comp Frames  :          4/4          Zero Pad     : 0

Raw Bytes    :        296/376

Comp Bytes   :        106/112

Comp Ratio   :      2.8:1/3.4:1

Figure 7.4 PPP CCP Stats Display

Connecting a PPP Link to an IP Link XE "PPP Link to an IP Link" 
1.
Type ed 2, then press [enter] to edit a link for node 1. This link will link the PPP interface configured earlier to the IP stack. For node 1 PPP link to IP stack:

· IP link ID = 2 

· connection type = PPP/lan2 (command ct ppp lan2)

· IP type = unnumbered (command ty un) (supports numbered links)

· subnet mask size = 16 (command ms 16)

· local IP address = (not configured for WAN link)

· peer IP address = 132.147.160.200 
(command pa 132.147.160.200)

· RIP mode = both send and receive [1]
· route type = public [1]
· routing protocol = RIP2 (RIP 1 compatible) [1]
· cost : 0 [1]
[1] The parameter is factory default set.

Troubleshooting Tools XE "Troubleshooting, router connections" 
The NMP menus include some useful tools for troubleshooting router connections. These include:

· Frame relay trunk statistics ensures the link raises properly and is error free.

· Frame relay DLCI statistics ensures the DLCI raises and gauges the number of frames the router discards and transfers with DE marked.

· Router WAN Frame Relay menu Show command displays the current state of the router link over the frame relay DLCI.

· Router WAN Interface statistics ensures the router is correctly placing frame relay calls and gauges the amount of data flow.

· IP links menu Show command displays the current state of all router links, LAN and WAN.

· IP routes menu Show command provides a list of reachable devices and networks as well as which ports the system uses to get to those devices.

· IP menu ARP command provides a list of MAC and IP addresses of active devices on the local LAN.

· IP Ping command verifies that you are connected to a remote router. Indicates the round trip delay between the router and any connected router.

· PPP Links show command is useful for observing the status of all PPP Links

· PPP Stats menu contains important commands such as dr that show statistics such as network throughput, measured baud rate, data frames passed, hardware errors, etc. This could be useful for debugging and optimization of the link.

Routing Module XE "Routing Module" 
Router WAN Interface XE "Router WAN Interface"  (RWI) Software Module

The Athena Router WAN Interface (RWI) software module provides, maintains and updates WAN connections on behalf of the Athena LAN router software.

The Router WAN Interface has the following features:

· Supports up to 64 call groups.

· Frame Relay networks.

· Supports incoming data fragmentation from frame relay networks.

· Conforms to RFC 1490 standard over frame relay networks.

· Supports the capturing, displaying and clearing of global and individual call group statistics.

· X.25 Networks.

· Conforms to RFC 1356 standard over X.25 networks.

Software Requirements XE "Router WAN Interface, Software Requirements" 
You can download the Router WAN Interface (RWI) through the Network Management Package (NMP). Only one RWI binary assignment per node is required. 

The RWI requires the Frame Relay Router module to be present for Frame Relay network connections.

IP (Internet Protocol) Command Menuxe "IP Command Menu"
From LAN Router IP Commandxe "LanRouter" Menu, you have the option of entering a submenu to configure the IP protocol, its link connections, and the IP routes.

Ping Command XE "Ping Command" 
The Ping command lets you initiate an ICMP ping to test for a remote connection. To send a ping:

1.
Type pi.

2.
Type the destination IP address.

3.
Type the size (1 to 1400 bytes, default 64).

4.
Type the number of pings (1 to 65535 or 0 for infinite, default 5).

5.
Press [enter]

The IP ping display shows you the IP address, total number of bytes (data plus ICMP header), sequence number, and round trip delay for each echo received. Once the ping count has expired, or you have terminated the pings, the system displays a statistical summary.

Note: To interrupt the results before the total number of pings has been received press [enter]. 
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Figure 7.5 LAN Router IP Ping Display XE "LAN Router IP Ping Display" 
This summary shows:

· the total number of pings sent and received, 

· the minimum, maximum, and average round trip times in milliseconds. 

The system will display a maximum of one ping echo reply every 500 milliseconds after it has received the first five responses.

IP Links Command Menuxe "IP Router Links Menu"
Enter the IP Links Command Menu to configure and display the LAN and WAN link connections to the IP router. The Athena Access IP router can support up to 64 WAN links and 1 LAN link. The router refers to each link by a link ID number ranging from 1 to 65. The link ID numbers do not relate to the WAN trunk number or LAN trunk number; they are for referencing the links when you display and edit them.

Delete command XE "Delete command" 
The Deletexe "Links Menu:Delete link" command removes a remote WAN or LAN link. This command treats the link ID number to be deleted as a parameter. The number should correspond with the link ID listed in the Show command display of the link that you are deleting. To delete a remote WAN or LAN link:

1.
Type de and the link ID (1 to 65), then press [enter].

Halt command XE "Halt command" 
The Haltxe " Links Menu:Halt" command pauses a remote link without deleting it. The remote link remains halted until you initialize the link or reboot the chassis. To halt a remote link:

1.
Type ha and the link ID (1 to 65), then press [enter].

Initialize command XE "Initialize command" 
When you run the Init command on a trunk that you have not halted, the system will halt the trunk and then initialize it. This has very little effect on a LAN trunk since the connection is down for a very short time. On a WAN trunk this action will clear the connection to the remote side then 
re-establish the connection. To initialize a remote link:

1.
Type in and the link ID (1 to 65), then press [enter].

Show command

Enter the Showxe " Links Menu:Show" command to display the following information for the currently configured remote links:

· ID number,

· Local IP address,

· Peer IP address,

· Subnet mask size,

· Connection type, and link state for each link. 

Note: The connection type will display the remote link as either LAN or DLCI for a frame relay WAN link. 

· LAN trunk number or the WAN group name. 

· The current state of each remote link will be one of the following states: 

· Initializing means, the IP router is connecting to the software that provides the remote link connection. This will be one of the LAN protocols or the Remote Wan Interface (RWI) protocol.

· Halted means, the remote link is configured but halted. IP data will not use this link. 

· Link Up means, the remote link is active, allowing IP data to flow.

· Link Down means, the remote link is down and unavailable, i.e., either the LAN or WAN link is down.
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Figure 7.6 LAN Router IP Links Show Display

IP Router Links Edit Command Menuxe "IP Router Links Edit Menu"
Enter the IP Links Edit Command Menu to create and edit remote IP links. The commands available in this menu are:

· RoutingProtocol
· COst
· ipALias
· ipTYpe

· LocalAddress
· MaskSize
· PeerAddress
· RipMode

· RouteType 
· ConnectionType


Connection Type Command XE "Connection Type Command" 
Use the Connectiontypexe "Links Edit Menu:Connection Type" command to specify the type of interface for the remote link. The two types of connections are LAN and WAN. If you select the WAN connection type, you must configure the group name to a frame relay link in the Router WAN Interface. To make the connection type LAN:

1.
Type ct lan, then press [enter].

To make the connection type WAN:

2.
Type ct wan and the name, then press [enter].

3.
Type ct ppp and the name (up to 15 characters), then press [enter].

IP Alias Command XE "IP Alias Command" 
Use the Ipaliasxe "Links Edit Menu:IP Alias" command to specify an optional alias name for an IP link. To specify the IP alias:

1.
Type al and the name (up to 15 characters), then press [enter].

IP Type Command XE "IP Type Command" 
Use the Iptypexe "Links Edit Menu:IP Type" command to specify the link type as either numbered or unnumbered. If you select a LAN link for the connection type, then the system will only allow the unnumbered type. To specify the IP type:

1.
Type ty and the type, then press [enter].

Local Address Command XE "Local Address Command" 
The Localaddressxe "Links Edit Menu:Local IP Address" command lets you specify the local IP address for the remote link. If you set the connection type to unnumbered, this option will not be available. To specify the local address:

1.
Type la and an IP address (format xxx.xxx.xxx.xxx), then press [enter].

Mask Size Command XE "Mask Size Command" 
The Masksizexe "Links Edit Menu:Subnet Mask Size" command lets you specify the subnet mask size for the remote link. This value represents the number of consecutive high order bits set in the subnet mask. To specify the mask size:

1.
Type ms and the size (0 to 32), then press [enter].

Example: If a class C subnet mask were 255.255.255.0, the mask size would be 24.

Peer Address Command XE "Peer Address Command" 
Use the Peeraddressxe "Links Edit Menu:Peer IP Address" command to specify the peer IP address for the remote link. If you set the connection type to LAN, this option will not be available. To specify the peer address:

1.
Type pa and an IP address, then press [enter].

RIP Mode Command XE "RIP Mode Command" 
Use the Ripmodexe "Links Edit Menu:RIP mode" command to specify the mode the router will use for the RIP protocol. The system gives you a choice of three modes: send, receive or send and receive. The default setting is send and receive. If you do not select a routing protocol for the link, then this parameter will have no effect. To select a RIP mode:

1. Type rm.

2. Type the mode (1 = send, 2 = receive, 3 = send and receive).

3. Press [enter].

Route Type Command XE "Route Type Command" 
The Routetypexe "Links Edit Menu:Route Type" command specifies how the router should interpret the link. The available values are private and public. The default setting is public. A private link instructs the router not to broadcast this link’s address to other routers in the network. A public link is available to other routers in the network. To specify the route type:

1.
Type rt and public or private, then press [enter].

Routing protocol command XE "Routing protocol command" 
The Routing Protocolxe "Links Edit Menu:Routing Protocol" command lets you specify the routing protocol used for this link. The default is RIP2 with RIP1 compatibility. To specify the routing protocol:

1. Type rp.

2. Type the selection for protocol (1 = None, 2 = RIP1, 3 = RIP2 with RIP1 compatibility, 4 = RIP2).

3. Press [enter].

IP Router Local Level Command Menuxe "IP Router Local Level Menu"
The IP Local Level Command Menu lets you view the local IP stack’s IP address and configure parameters that are specific to the local IP router. These include the following:

· Enabling/disabling IP forwarding.

· Non-standard subnets.

· Proxy ARP.

· Routing, and setting the time-to-live value for internally generated IP packets.

The commands available in this menu are:

· ipFOrwarding
· NonstandardSub
· ProxyArp
· ROuting

· TimetoLive




IP Forwarding Command XE "IP Forwarding Command" 
The Ipforwardingxe "Local Level Menu:IP forwarding" command lets you enable or disable IP forwarding. The default is enable. To set IP forwarding:

1.
Type fo and enable or disable, then press [enter].

Nonstandard Sub Command XE "Nonstandard Sub Command" 
Use the Nonstandardsubxe "Local Level Menu:Non standard subnets" command to enable or disable non-standard subnet addressing. The default setting is disable. A non-standard subnet address is one which contains all ones or all zeros in the host portion of the IP address. To set the nonstandard sub:

1.
Type ns and enable or disable, then press [enter].

Proxy ARP command XE "Proxy ARP command" 
The Proxyarpxe "Local Level Menu:Proxy ARP"

xe "ProxyArp" command lets you enable or disable proxy ARP responses for subnets. The default setting is enable. When you enable this option, the router will respond to ARP requests that are destined for another subnet from its local subnet. To set the proxy ARP:

1.
Type pa and enable or disable, then press [enter].

Routing command XE "Routing command" 
Use the Routingxe "Local Level Menu:Routing" command to enable or disable routing. The default setting is enable. When you disable this option, the IP router will no longer make use of the RIP to update its routing table, and it will clear all currently learned RIP routes. To set routing functions:

1.
Type ro and enable or disable, then press [enter].

Time to live command XE "Time to live command" 
The Timetolivexe "Time to live"

xe "Local Level Menu:Time to live" command specifies the maximum number of router hops that an internally generated IP packet can travel before a router discards it. The default setting is 32. To set the number of router hops:

1.
Type tl and the number of hops (1 to 255), then press [enter].

Show command

The Showxe "Local Level Menu:Show" command displays the current local IP addresses as well as the other configurable parameters from this menu. To show the local IP addresses:

1.
Type sh then press [enter].

IP Router Command Menuxe "Static Routes"

xe "IP Router Routes Menu"
Use the IP Router Command Menu to add, delete or display routes, or define a default gateway as a static route.

Add Static Command XE "Add Static Command" 
Use the Addstaticxe "Routes Menu:Add static" command to create static routes. This command lets you create a default gatewayxe "default gateway" by entering a static route with an IP address of 0.0.0.0 and a mask size of 0. To create a static route:

1.
Type ad.

2.
 Type the IP address (format xxx.xxx.xxx.xxx).

3.
Type the mask size (0 to 32, 0 for the default gateway only).

4.
Type the next hop in the form xxx.xxx.xxx.xxx, or type the link number (1 to 136, or the link name).

Note: The link ID/name specifies an existing IP WAN link the router will use for the next hop.

5.
Press [enter].

Delete Static Command XE "Delete Static Command" 
Use the Deletestaticxe "Routes Menu:Delete static" command to remove one or all the static routes. You can delete a static rout by setting its cost to 16. The router will update its neighbors with the route to inform them that it has deleted the static route. To delete one route:

1.
Type de.

2.
Type the IP address.

3.
Type the mask (1 to 32).

4.
Type the IP address or the next hop or its link number (1 to 136).

5.
Press [enter].

To delete all the static routes on a router:

1.
Type de static route [enter].

Show command

Use the Showxe "Routes Menu:Show" command to display either all the routes or just the static routes. The Show command displays:

· Destination IP address, 

· Subnet size, next hop IP address, 

· Cost, age and route type. 

Note: The route type shows the link ID number followed by the route entry type. 

Configuring IPX for Local LANs XE "IPX for Local LANs" 
IPX Command Menu XE "IPX Command Menu" 
From the IPX Command Menu, you have the option of entering submenus to configure the links, routes, or services. The menus available from the IPX Command Menu XE "Stats Command Menu"  are:

· LInks
· ROutes
· RouterEnable
· Service

Router Enable Command XE "IPX, Router Enable Command" 
The Routerenable command lets you enable or disable the IPX routing feature. The default setting is off to disable IPX routing. To enable IPX routing:

1.
Type re on, then press [enter].

IPX Links Menu XE "IPX Links Menu" 
The IPX Links Command Menu lets you create, edit, delete, and display the IPX links. You can configure up to 191 separate IPX links. The commands available in this menu are:

· DElete
· INit
· HAlt


The menu available from the IPX Links Command Menu XE "Stats Command Menu"  are:

· EDit




IPX Links Edit Menu XE "IPX Links Edit Menu" 
The IPX Links Edit Command Menu lets you access the commands that can create or edit an IPX link. The commands available in this menu are:

· AutoLearning
· ConnectType
· DemandRip
· ForceRip

· Groupname
· IpxType
· StaticRoute
· LocalNode

· NetworkNumber 
· PeerNode
· LinkDescription


Connect Type Command XE "Connect Type Command" 
The Connecttype command specifies the type of IPX connection XE "IPX connection type"  to use to connect to a remote router. In this case, the type is LAN. To specify the connection type:

1.
Type ct lan, then press [enter].

Network Number Command XE "Network Number Command" 
You can specify the Networknumber, or set it to zero. Zeroing the network number for LAN connection types instructs the IPX router to learn the network number. You can specify up to four different network numbers. To set the number:

1. Type nn.

2. Type the frame type (1 to 4, or ETH2, RAW, 802, SNAP).

3.
Type the network number (up to 8 hexadecimal digits).

4.
Press [enter].

Auto Learning Command XE "Auto Learning Command" 
The Autolearning command lets you turn the IPX auto-learning feature on or off. Auto-learning determines whether the router will learn local network numbers from the network. If you disable this option, the router will take local network numbers from the ones specified in the link’s configuration. To set the option:

1.
Type al and on or off, then press [enter].

Link Description Command XE "Link Description Command" 
The Linkdescription command lets you enter up to 63 characters describing the link. Enclose the string in quotes, e.g., “This is a test link”. To enter a description:

1.
Type ld and a description (up to 63 characters), then press [enter].

Configuring IPX WAN and PPP Connections XE "IPX WAN and PPP Connections, configuring" 
The IPX router can connect directly up to 128 WAN and PPP connections. The Athena Access considers a WAN connection to be a frame relay DLCI. A PPP connection uses the PPP module software to encapsulate the IPX data. The IPX router uses RFC 1490 to encapsulate the IPX data when connecting over a frame relay DLCI.

Once you have configured the WAN or PPP connection, you can establish a WAN or PPP link connection to the IPX router. Do this by configuring the parameters described in the sub-sections that follow.

Creating a New IPX Link XE "IPX Link, New" 
Use the Edit command in the IPX Links Command Menu XE "IPX Links Command Menu"  to edit or create a new IPX link. The link ID is the value the router uses to reference a particular link; it has no relation to the WAN trunk number. To edit or create an IPX link:

1.
Type ed and the link ID number (1 to 191), then press [enter].

Setting the Connection Type XE "IPX, Connection Type" 
The Connecttype command specifies the type of IPX connection to use to connect to a remote router. If you select PPP or RWI type, you can enter a link description of up to 15 characters in the description field. To specify the connection type:

1. Type ct.

2. Type the IPX type (RWI or PPP).

3. Type a maximum 15 character description.

3. Press [enter].

Setting Group Name XE "IPX, Group Name"  or Link Name XE "IPX, Link Name" 
The Groupname command is for the RWI and PPP connection types only. You can enter up to 15 printable characters to describe the connection. You must enclose  strings in quotes, i.e., “Network 1”. To set the option:

1.
Type gn and the name, then press [enter].

Setting IPX Type XE "IPX Type" 
The Ipxtype command specifies the type of link connection to the remote site router. The link types are numbered and unnumbered. To set the option:

1.
Type it and numbered or unnumbered, then press [enter].

Numbered links are assigned network addresses. If this type is selected the network number and the local and peer node addresses should be configured. When operating in unnumbered mode, each of the two IPX routers operates as half of a complete router. The router considers the WAN connection to be a common internal data path with the IPX routing actually taking place between the two remote LANs.

Setting Network Number XE "IPX, Network Number"  

You can specify the Networknumber, or set it to zero. For WAN connections leaving zero as the network number instructs IPX to consider it as unnumbered. You should only configure the network number should for numbered links and it must be unique within the internetwork. To set the number:

1.
Type nn.

2.
Type the frame type (1 to 4, or ETH2, RAW, 802, SNAP).

3.
Type the network number (up to 8 hexadecimal digits).

4.
Press [enter].

Setting Local Node XE "IPX, Local Node"  
The Localnode address applies to WAN connections. You should only configure the local node number should for numbered links. To set the option:

1.
Type ln and up to 12 hexadecimal digits, then press [enter].

Setting Peer Node XE "IPX, Peer Node"  

The PeerNode command configures the peer IPX node address. You should only configure the local node number should for numbered links. To configure the peer address:

1.
Type pn and an IPX address (up to 12 hexadecimal digits), then press [enter].

Setting Demand Rip XE "IPX, Demand Rip"  

The Demandrip command applies to RWI and PPP connection types only. The choices are on and off. This determines whether the router will use Demand RIP and SAP on the link, as specified in RFC 1582. To set the option:

1.
Type dr and on or off, then press [enter].

Setting Force Rip XE "IPX, Force Rip"  

The Forcerip command applies to RWI and PPP connection types only. The choices are on and off. This determines whether the IPX router will send a RIP request when it sends a RIP update. This forces the WAN partner to provide its RIP tables when requested in order to maintain proper routing information. To set the option:

1.
Type fr and on or off, then press [enter].

Setting Static Route XE "IPX, Static Route"  

The Staticroute command applies to RWI and PPP connection types only. The choices are on and off. When you enable this option, the router will use only the static IPX routes and services to perform IPX routing with the peer IPX router. To set the option:

1.
Type sr and on or off, then press [enter].

Setting Link Description XE "IPX, Link Description"  

The Linkdescription command lets you enter up to 63 characters describing the link. Enclose the string in quotes, e.g., “This is a test link”. To enter a description:

1.
Type ld and a description (up to 63 characters), then press [enter].

Configuring IPX Static Routes XE "IPX Static Routes, configuring" 
When you use one specific router to reach a destination IPX network this is an IPX static routes. A static route only appears in the active routing table when the link it is associated with is up. the router will not replace a static route with a learned route. The commands available in this menu are:

· CLear
· COnvert



The menu available from the Command Menu XE "Stats Command Menu"  is:

· EDit




Converting IPX Routes to Static Routes XE "IPX Routes converted to static routes" 

 XE "Converting IPX Routes to Static Routes" 
You can convert learned IPX routes to static IPX routes using the Convert command. The parameter for this command is the network number of the route to be converted. The IPX router will automatically assign a static route identifier to the route. After conversion, you can edit the static route. To edit the routing entry:

1.
Type co and a network number (up to 8 hexadecimal digits), then press [enter].

Creating and Editing Static Routes XE "Static Routes, Creating and Editing" 
You can create or edit static routes by selecting Edit from the IPX Routes Command Menu and providing the information necessary for the static route to be included in the active routing table. To enter the menu:

1.
Type ed and the route number (1 to 50), then press [enter].

Link ID Command XE "Link ID Command" 
The Linkid command changes the link number. The link identifier specifies on which IPX link the destination IPX network is located. To change the number:

1.
Type li and the link number (1 to 191), then press [enter].

Network Number Command XE "IPX Static Networks, Network Number Command" 
You can specify the Networknumber, or set it to zero. Zeroing the network number for LAN connection types instructs the IPX router to learn the network number. For WAN connections, leaving zero as the network number instructs the IPX router to consider it as unnumbered. To set the number:

1.
Type nn and a number up to 8 hexadecimal digits, then press [enter].

Hops Command XE "Hops Command" 
The Hops command lets you set the number of routers that you can pass through to reach the server’s network. It is one of the two metrics Athena Access uses to determine the efficiency of the route. To set the number of hops:

1.
Type hp and a number (1 to 15), then press [enter].

Ticks Command XE "Ticks Command" 
The Ticks setting, is one of the two metrics to determine the efficiency of the route. It measures the amount of time required to send a packet through the route. High tick values indicate lower routings. To set the ticks:

1.
Type ti and a number (1 to 65535), then press [enter].

Next Hop Command XE "Next Hop Command" 
The Nexthop lets you specify the MAC address for the next-hop IPX router on a locally connected LAN to reach the destination IPX network. You should only specify this for static routes on LAN links. To set the address:

1.
Type nh and a number up to 12 hexadecimal digits, then press [enter].

Removing Static Routes XE "Static Routes, Removing" 
The Clear command clears a static route and returns it back to a learned route, if it still exists in the network. Removing a static route will cause the route to be deleted from the active routing table and the relearning of the active route and service tables. To clear a route:

1.
Type cl and the route ID number, then press [enter].

IPX Static Services XE "IPX Static Services" 
When you use one specific path to reach a service, this is an IPX static service. A static service will only appear in the active service table when the route to its specified network is active and that route is either a static route or locally connected LAN. The router will not replace a static service with a learned service. 

Converting IPX Services to Static Services XE "Converting IPX Services to Static Services" 

 XE "IPX Services to Static Services, converting" 
The Convert command changes a learned service to a static service. The parameters for this command are the service type and service name. the router automatically assigns a static service identifier to the service. After conversion, you can edit the static route. This lets you edit the service table. To change a learned service to a static service:

1.
Type co.

2.
Enter the type of learned service (up to 4 hexadecimal digits).

3.
Type the name (up to 47 characters).

4.
Press [enter].

Creating and Editing Static Services XE "Static Services, Creating and Editing" 
The IPX Services Edit Command Menu XE "IPX Services Edit Command Menu"  provides the commands to create or edit static services and find the information necessary for the static service to be included in the active service table. The commands available in this menu are:

· HoPs
· LinkId
· ServiceType
· NodeAddress

· ServerNmae
· SocketNumber 
· NetworkNumber

Setting the Link Identifier XE "Link Identifier" 
The Linkid command lets you change IPX  link number that the static service is located. To change the number:

1.
Type li and the link number (1 to 191), then press [enter].

Setting the Network Number XE "IPX Static Services, Network Number"  

Use this command to specify the Networknumber, or set it to zero. Zeroing the network number for LAN connection types instructs the IPX router to learn the network number. On WAN connections, leaving zero as the network number instructs the IPX router to consider it as unnumbered. To specify the network number:

1.
Type nn and a number up to 8 hexadecimal digits, then press [enter].

Setting the Node Address XE "IPX Static Services, Node Address" 
The Nodeaddress applies to the RWI and PPP connections. The node addresses for the LAN cards are fixed by the hardware. To set the node address:

1. Type na and a number (up to 12 hexadecimal digits), then press [enter].

Setting the Server Name XE "Server Name" 
This Servername command lets you specify the IPX server name. To specify the server name:

1.
Type sn and a string (up to 47 characters), then press [enter].

Setting the Service Type XE "Service Type"  

The Servicetype command specifies the IPX service type. To specify the service type:

1.
Type st and number (up to 4 hexadecimal digits), then press [enter].

Setting the Socket Number XE "Socket Number" 
The Socketnumber command specifies the socket number. To specify the socket number:

1.
Type sk and a number (up to 4 hexadecimal digits, range 1 to FFFF), then press [enter].

Setting the Hops XE "IPX Static Services, Hops" 
The Hops command lets you set the number of routers you must pass through to reach the server’s network. It is one of the two metrics used to determine the efficiency of the route. To set the option:

1.
Type hp and a number (1 to 15), then press [enter].

Removing Static Services XE "Static Services, removing" 
The Clear command removes a static service from the active service list and causes the IPX router to relearn the active route and active service tables. To clear a static service:

1.
Type cl and the service ID number, then press [enter].

Athena Access Ethernet Bridge XE "Ethernet Bridge" 
The Ethernet Bridge option provides a simple and cost-effective method for you to share resources with remotely attached LAN servers and peripherals within a LAN without sacrificing performance, reliability, or flexibility.

Athena Access supports address and pattern filters, which lets you do the following:

· Control access to the WAN.

· Optimize bandwidth utilization.

· Provide increased security of LAN resources. 

· Isolate corporate resources without preventing network access to those who require it. 

With the Ethernet Bridge, you can define the traffic types transmitted onto the LAN by the bridge. This gives you a degree of control over LAN services you have not previously experienced.

The Ethernet Bridge is an Ethernet Media Access Control (MAC) level Transparent bridge. It provides an efficient means of interconnecting IEEE 802.3 LANs by supporting a choice of AUI and Twisted Pair Ethernet (10BaseT) interfaces. 

Athena Access uses the IEEE 802.1D Spanning Tree Protocol to fit into environments that require more than one bridge pair. With this protocol, it will perform automatic network reconfiguration in case of a link failure to one of the LAN segments. This provides maximum availability of the attached LAN services.

The next section provides descriptions of the important LAN bridging features specific to the Athena Access Ethernet. 

The subsequent sections describe how the Athena Access performs these functions. You should spend the time necessary to familiarize yourself with the Ethernet Bridge and the advanced functions it can perform.

The Initial Bridging Process XE "Bridging Process" 
Each time an Ethernet Bridge powers up, it performs extensive hardware and software tests to ensure the integrity of the unit and its attached LAN and Link interfaces. After successfully completing the power-up diagnostics, the Ethernet Bridge will follow rules to learn several aspects of your LAN environment. These rules define what actions to take under particular situations.

One of the more important rules it employs is a fundamental part of the bridging process. This rule dictates how the bridge processes Ethernet Station Addresses. The following subsections outline the process.

Station Address Learning XE "Station Address Learning" 
The Ethernet Bridge uses Station Address Learning XE "Ethernet Bridge, Station Address Learning"  to perform an important bandwidth conserving function. This process monitors the Ethernet frames the router transmits onto the LAN segments to determine the location of all active LAN Stations. After it learns the location of each station, the bridge will stop forwarding Ethernet frames sent to a receiving station on the same LAN segment as the bridge. Under these conditions, the bridge will only forward a frame if it has not learned the location of the destination or if it determines the location is on the other LAN segments.

To perform this process, the Ethernet Bridge proceeds with the following steps:

1.
Learning local addresses.

2.
Filtering and forwarding.

Learning Local Addresses XE "Bridge, Local Addresses" 
After Athena Access completes the power-up and diagnostics, the bridge listens to local LAN activity to learn the location of each station address on each side of the bridge.

The bridge captures each frame and checks the Ethernet frame’s source address. The bridge can determine which LAN segment the frame came from and therefore learns the location of the station.

The bridge continues this process for the period you define with the IP Forwarding command and builds the first stage of the LAN address table.

Filtering and Forwarding XE "Filtering and Forwarding" 
After learning local addresses, the bridge enters a forwarding mode and examines frames it needs to forward or filters and discards frames destined for the local LAN. The bridge continues to learn new stations, as they become active on a LAN segment.

Local Destination Addresses XE "Local Destination Addresses" 
When the bridge receives a frame from a station on one segment, it examines the frame for the source address to ensure the station is part of the address table. If the source address exists, the bridge analyzes the Ethernet destination address and searches the address table for the location of the destination. If the bridge determines the destination exists on the same LAN segment and it does not need to forward the frame across the bridge to the other LAN segment, it will filter and discard the frame.

Initially, the bridge only recognizes addresses that are local to a specific LAN segment. It will discard all local packets and forward all unknown non-local packets to the second segment located on the outbound port across the bridge.

Forwarding Unknown Destination Addresses XE "Forwarding Unknown Destination Addresses" 
When the bridge receives a frame from a LAN segment with a destination address not in the filter table, it will forward the frame to the other segment, log the address, and mark the location as unknown.

Unknown Location Update XE "Unknown Location Update" 
When the receiving station transmits a frame in the opposite direction, the bridge sees the previously unknown destination address in the source address field. It will process the source address as it did during the initial learning stage adding the location to the address entry.

This is how the bridge learns of non-local stations and their associated arrival port. The bridge updates the location of the address in its table and looks up the stored non-local addresses to determine the which bridge port to use to forward a packet destined for a known non-local station.

The Ethernet Bridge learns the station’s location by examining the source Ethernet address and filters frames based on destination address. The bridge will forward a frame received from one segment that is unknown to the other segment. The bridge will update the filter table when it receives a frame that is with a source address equal to a known address, but previously marked as an unknown location.

Aging Timer XE "Aging Timer" 
During the bridging process, the bridge builds the filter table using the location (bridge port or LAN segment) of known, Ethernet addresses. To prevent the table from growing too large and reducing performance the bridge will periodically purge old information. This is aging and it is an integral part of the learning function. 

The filter table contains the LAN addresses, port identifier, and a timer flag. Each time the bridge looks up or adds a particular address to the table, it sets a timer flag to show a fresh entry. When the time interval defined by the Bridge Manager expires, it scans the address table and removes stale entries that have been unused since the timer expired are. 

You can control the Aging Timer through the Bridge Menu.

Aging XE "Aging" 
Aging works with the understanding that many of the addresses may not be active all the time, and can be purged after a specified interval to keep the size of the filter table small. The smaller the bridge’s table the higher the performance.

Address Purging XE "Address Purging" 
Purging the address does not prevent the station from using the bridging facilities since the bridge can re-learn the station’s location. You will have to find a balance in the value since setting it too low will require the bridge to learn many addresses and will effect performance.

Aging Exception XE "Aging Exception" 
Permanent addresses are not subject to the aging timer and remain in the filter table for an indefinite period.

The bridge reserves a table for permanent address entries, and uses another table for non-permanent entries that are subject to aging. You can display and modify these tables with the Bridge Menu.

Filled Address Table XE "Filled Address Table" 
When the filter address table reaches its limit, the bridge automatically deals with it. 

The bridge will not add an address that does not exist in the table and treats it as any other unknown address by passing the frame to the other segment. The bridge will generate an alarm from the Bridge Menu with the message Station Address Table Full. After this, the bridge will generate another alarm only if the table empties by a third and fills again in the meantime.

Example IP Configurations

Athena Access Router Configuration for Frame Relay XE "Athena Access Router Configuration for Frame Relay" 
You can configure up to 199 region and node IDs. Either the region ID or the node ID must be unique in each Athena Access.

In our example the Athena Access’ node and region ID’s are as follows:

· Athena region 1 node 1.

· Athena region 1 node 2.
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Figure 7.7: The Athena Access IP network.

Configuring Node 1 XE "Configuring Node 1" 
Configuring Node and Region ID XE "Node and Region ID, Configuring" 
To configure the Athena Access’ node and region ID enter the following command from the Root Command Menu: 

1. Type co nm ni 1, then press [enter].

2.
Type ri 1, then press [enter].

Configuring IP Address XE "Configuring IP Address" 
The Ipaddress command changes the Athena Access’ IP address. You can also use the command to mask the chassis’ IP address. To set the IP address for node 1:

1.
Type ip 212.212.212.200, then press [enter].

2.
Type q, then press [enter] to go back to the Config Command Menu.

Configuring the LAN Module XE "Configuring the LAN Module" 
Frame Relay IP Router Procedure XE "Frame Relay IP Router Procedure" 
This procedure will connect the IP router over frame relay network trunks. 

1.
Type co lr wa fr, then press [enter] to the get to the Router WAN Interface Frame Relay Command Menu.

2.
Type ed lan2, then press [enter] to create a link group name. 

You will see the Router WAN Interface Edit DLCI Command Menu and its frame relay configuration options. 

For node 1, configure the parameters as follows:

1.
Type dl 16, then press [enter] to set the local DLCI number.

2.
Type tr 2, then press [enter] to set the destination trunk.

3.
Type dd 140, then press [enter] to set the destination DLCI.

4.
Type ci 64000, then press [enter] to set CIR of router.

5.
Type q q q, then press [enter] to go back to LAN/WAN Router Command Menu.
6.
Type ip li, then press [enter] to go to IP Links Command Menu.

7.
Type ed 1, then press [enter] to configure the LAN’s link to the router.

8.
Type ct lan, then press [enter] to set the connection type. 

9.
Type q, to save the link configuration. You have now made a link between the physical Ethernet port and the IP Router. 

10.
Type sh, to show the link connection. The state of the connection should be in link up state. 

Note: If you receive the following error message, “ERROR: link connection refused”, after typing q, confirm that you have assigned the LAN software binary to the Ethernet port. The best way to check this is by going back to the Root Command Menu and typing st sh. If the state on the LAN interface is “unused”, then you have not assigned the LAN binary.

11.
From the IP Links Command Menu, type q q q q to get to the Root Command Menu.

To assign software to Ethernet port, see Assigning Software, in chapter 4.
1.
Type ed 2, then press [enter] to configure the WAN link to router.

2.
Type ct wan node2, then press [enter] for connection type.

3.
Type ty un, then press [enter] for type of connection. In our example, we are using unnumbered type connections. 

Note: The Athena Access router also supports numbered type connections.

4.
Type ms 24, then press [enter] for mask size.

5.
Type pa 132.147.160.200, then press [enter] for peer address. 

6.
Type q, then press [enter] to save link configuration. You have now created a link between the WAN port and the IP router. 

7.
Type sh to see the link connection. The state of the connection should be in link down state. 

8.
Type q q q, then press [enter] to get to the Config Command Menu.

9.
Type tr 2 dl, then press [enter] to get to the Frame Relay DLCI Command Menu.

10.
Type ed 140 ci 64000 de 1 1 rw 16, then press [enter]. This tells the Athena that DLCI 140 on port 2 connects to DLCI 16 on the Frame Relay Router. Enter sh, to display the DLCI configuration.

11.
Type q q q q, then press [enter] to go back to the Root Command Menu. Before getting to this menu the NMP will display the following prompt, “WARNING: Quitting will cause configuration changes you made to save to disk! Do you wish to continue? (y/n)” Type y, to save changes.

Configuring Node 2 XE "Configuring Node 2" 
Configuring Node and Region ID XE "Node and Region ID, Configuring" 
To configure the Athena Access’ node and region ID enter the following command from the Root Command Menu: 

1.
Type co nm ni 2, then press [enter].

2.
Type ri 1, then press [enter].

Configuring IP Address XE "Configuring IP Address" 
The Ipaddress command changes the Athena Access’ IP address. You can also use the command to mask the chassis’ IP address. To set the IP address for node 1:

1. Type ip 132.147.160.200, then press [enter].

2.
Type q to go back to the Config Command Menu.

Configuring the LAN Module XE "Configuring the LAN Module" 
Frame Relay IP Router Procedure XE "Frame Relay IP Router Procedure" 
This procedure will connect the IP router over frame relay network trunks. 

1.
Type lr wa fr, then press [enter] to the get to the Router WAN Interface Frame Relay Command Menu.

2.
Type ed node1, then press [enter] to create a link group name. 

You will see the Router WAN Interface Edit DLCI Command Menu and its frame relay configuration options. 

For node 1, configure the parameters as follows:

1.
Type dl 16, then press [enter] to set the local DLCI number.

2.
Type tr 1, then press [enter] to set the destination trunk.

3.
Type dd 140, then press [enter] to set the destination DLCI.

4.
Type ci 64000, then press [enter] to set CIR of router.

5.
Type q q q, then press [enter] to go back to LAN/WAN Router Command Menu.
6.
Type ip li, then press [enter] to go to IP Links Command Menu.

7.
Type ed 1, then press [enter] to configure the LAN link to router.

8.
Type ct lan, then press [enter] for the connection type. 

9.
Type q, to save link configuration. You have now made a link between the physical Ethernet port and the IP Router. 

10.
Type sh, to show the link connection. The state of the connection should be in link up state. 

Note: If you receive the following error message, “ERROR: link connection refused”, after typing q, confirm that you have assigned the LAN software binary to the Ethernet port. The best way to check this is by going back to the Root Command Menu and typing st sh. If the state on the LAN interface is “unused”, then you have not assigned the LAN binary.

11.
From the IP Links Command Menu, type q q q q, then press [enter] to get to the Root Command Menu.

12.
To assign software to the Ethernet port refer to “Assigning Software”.
13.
Type ed 2, then press [enter] to configure the WAN link to the router.

14.
Type ct wan node1, then press [enter] for connection type.

15.
Type ty un, then press [enter] for type of connection. (In our example, we are using unnumbered type connections.)

Note: The Athena Access router also supports numbered type connections.

16.
Type ms 16, then press [enter] to set the mask size.

17.
Type pa 212.212.212.200, then press [enter] to set the peer address.

18.
Type q, then press [enter] to save the link configuration. 

You have now made a link between the WAN port and the IP router. Type sh, to show the link connection. The state of the connection should be in link down state. 

1.
Type q q q, then press [enter] to get to the Config Command Menu.

2.
Type tr 1 dl, then press [enter] to get to the Frame Relay DLCI Command Menu.

3.
Type ed 140 ci 64000 de 1 2 rw 16, then press [enter]. This tells the Athena that DLCI 140 on port 1 connects to DLCI 16 on the frame relay router. Type sh, to display the DLCI configuration.

4.
Type q q q q, to go back to the Root Command Menu. Before getting to this menu the NMP will display the following prompt, “WARNING: Quitting will cause configuration changes to be made to be saved to disk! Do you wish to continue? (y/n).” Type y, to save the changes. 

5.
Type ct se 1 sp from the Root Command Menu to confirm that DLCI 140 is in data state. The display should show DLCI 140 is in data state.
6.
Type q q, then press [enter] to get back to the Root Command Menu.
7.
Type co lr ip to ping the remote router from the Root Command Menu. You should see the LAN Router IP Command Menu.
8.
Type pi 212.212.212.200, then press [enter] to ping the remote router. You will receive five echo replies from the remote router.
9.
Type ro sh, then press [enter] to view the routers learned routes.
Note: The NMP will carry over the local IP address from the NMP configuration.








