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Introduction to Voice Protocol

Athena Access Voice Features XE "Athena Access Voice Features" 
The Athena Access provides unsurpassed voice quality and voice switching technologies. These technologies, combined with a host of data interface specifications, make the Athena Access the most capable data and voice FRAD unit available. 

The Athena Access provides you with the following features:
· Units designed to handle low‑end to high‑end application needs. 

· A high‑performance system you can incorporate into the most demanding applications.

· The highest voice transmission quality and the widest range of voice compression technology available. 

· Complete call processing by switching each call independently with full digit and interface translation. 

· Operates as a voice/data FRAD and a frame relay switch. 

· Voice over IP.

· Fits easily into existing applications and provides ease of expansion for future growth.
· Integral echo cancellation exceeding 45 milliseconds ensures the quality of off‑net calls using proprietary echo cancellation and acoustic echo‑suppression technologies. 

· FAX and Tone relay.

· Adaptive silence suppression minimizes bandwidth usage during pauses in speech while ensuring natural flow of conversation.

· Lost voice‑packet processing enables the Athena Access to reconstruct voice packets lost during IP or frame relay transmission minimizing potential degradation.

· Low‑delay voice encoding and adaptive jitter buffer build‑out to minimize end‑to‑end speech delay.

· Call processing interfaces include FXS loop start, FXO loop start, E&M, immediate start, and wink start.

· The traffic‑shaping feature ensures you can assign priority to voice traffic over data to maintain quality.

· Alternate routing permits calls across multiple nodes when necessary. 

· Tandem detection lets the Athena Access detect whether or not incoming voice signals are coming from another Athena Access unit via an external switch. If they are, the receiving Athena Access unit will not recompress the signal. 
· The Athena Access has the following fax features:

· The FAX feature III provides high‑quality Group III FAX communication using minimal bandwidth.

· Asymmetric FAX support that provides normal FAX operation at 2400, 4800, 7200, and 9600 bps with minimal return‑channel bandwidth.

· Interoperability and compatibility with other Athena Access products and with Nuera F50, F100, F200 series Voice FRADs using G.726/G.728/ G.729/E‑CELP.

· Frame Relay Switching using the following protocols:

· FRF.11 multiplexing of voice and routing traffic reduce DLCI charges.

· FRF.11 Annex C and FRF.12 fragmentation provides a way to fragment large data packets into smaller packets, which lets traffic prioritization insert voice frames onto the line more efficiently.

· A four‑level traffic prioritization scheme that sends latency sensitive voice traffic before data traffic.
· Voice Compression algorithms using the following vocoders:

· Proprietary Enhanced‑CELP (E‑CELP) algorithms operating at 4.8, 7.47, and 9.6 Kbps. 

· A wide selection of ITU standard algorithms including ADPCM (G.726) at 32 Kbps, LD‑CELP (G.728) at 16 Kbps and CS‑ACELP (G.729) at 8 Kbps. 

· Vocoder rate negotiation feature enables any Athena Access unit to connect voice ports that are using incompatible vocoders. 

· The echo cancellation feature can minimize echo effects due to termination impedance mismatches between 2‑wire circuits and 2 to 4‑wire interface circuits at the called end of a network voiceband. 

· The Non‑Linear Processing (NLP) feature provides additional residual echo suppression for specified voice ports.

Applications for Voice over Frame Relay XE "Applications for Voice over Frame Relay"  and IP

Introduction

You can use Athena Access in several ways to provide voice services. Before discussing the application of these units, the following paragraphs will outline some of the technology employed in business communications. This section will provide some insight into traditional telephony methods and how Athena Access presents new ways that build on the traditional base. 

The PBX XE "PBX" 
Many businesses use an on‑site telephone switch (PBX) or key system that connects to the telephone handsets, or extensions, of the entire office. The PBX allows intra‑office voice calls between extensions. The PBX also has one or more trunk lines connecting to a local telephone company office. These trunk lines provide access to local and long distance users within the Public Switched Telephone Network (PSTN). When the number of trunks lines approaches 12 or more, it is often more economical to provide this connection using digital services such as T1 or E1 high speed services. Each T1 line can support up to 24 voice calls, and E1 up to 31 calls, using 64 Kbps DS‑0 channels within the line.
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Figure 10.1: PBX diagram 

Voice Networking XE "Voice Networking" 
Corporations with multiple offices can interconnect their PBXs to provide unified dialing plans throughout the corporation and to save on long distance costs. They can achieve additional savings by aggregating multiple trunks onto higher speed links and forwarding calls to other PBXs (tandem calling). In many instances these private voice networks utilize time‑division multiplexers that use significant amounts of bandwidth for each voice call.
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Figure 10.2: Voice Network Traditional

Frame relay networks and voice compression algorithms are changing this traditional application resulting in significant additional savings and operational advantages. By adding frame relay access devices equipped with voice interfaces, these corporations can easily convert to this new environment with very little change to their voice network architecture. 
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Figure 10.3: Frame Relay Voice Network

Athena Access Voice Services XE "Athena Access Voice Services" 

 XE "Voice Services" 
Hot Line Service XE "Hot Line Service" 
In the simplest form of application, Athena Access can provide telephone network‑like functionality to connect telephones between two sites. 

When you connect a telephone to the Athena Access FXS port it will act like a telephone company switch or PBX by providing dial tone when a caller picks up the handset. When it receives calls, the FXS port can also ring the connected telephone. The example below shows one telephone connected to each Athena Access unit, which in turn connects to a frame relay network. The Athena Access allows the user to pick up the phone and connect automatically to the telephone on the opposite end of the network. As the handset goes “off‑hook”, the local unit sets up a call to the remote unit and rings the telephone.
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Figure 10.4: Hot Line Service

Multi‑line Small Office XE "Multi‑line Small Office, voice" 
Expanding the “Hot Line Service”, as noted above, to four lines at each site, provides you with a multi‑line small office solution. The telephones connect to FXS ports on each Athena Access. Instead of providing the automatic connections between telephones, the Athena Access allows users to select a destination telephone. For example, a caller at Port 5 can call Port 5 on the remote unit by dialing 5, or Port 6 by dialing 6, and so on. The Athena Access will route the calls to the correct destination port on the remote Athena Access.
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Figure 10.5: Multi‑line Small Office

Multi‑branch Small Network XE "Multi‑branch Small Network" 
You can expand the multi‑line small office application further to multiple sites and allow any‑to‑any calling. Instead of a single digit to identify a destination telephone, you can use a two‑digit number where the first digit identifies the remote site and the second digit identifies the destination telephone. To call from any telephone at Site 1 to telephone 8 at Site 3, you would call 38. The Athena Access would route the call to the correct remote Athena Access which would ring the correct destination telephone. Even calls within a site are possible. For example, at Site 2 you can call telephone 7 by calling 27. This arrangement is a very minimal dialing plan as used by larger telephone systems. Dialing plans become a very important part of planning a telephone system and integrating with existing PBXs. 
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Figure 10.6: Multi‑branch Small Network

Public Network Access XE "Public Network Access" 
It may be necessary to provide connections to a local telephone company to allow calls into the public network. This will allow local users to call local numbers as well as long distance numbers not serviced by the private network. Additionally, remote users can access these lines to access the local calling area, avoiding long distance charges.

The lines from the telephone company connect to FXO ports on the Athena Access. These ports simulate a telephone, as far as the telephone network is concerned. The FXO ports go off‑hook to start a call, detect the dial tone from the telephone company, then send the DTMF dialing digits to the network. For incoming calls, the FXO ports detect ringing, and then go off‑hook to accept the call.

In this application, the dialing plan can be very simple or integrated with the public network. In the simplest form, the callers could use the same plan as in the Multi‑branch Small Network example. By dialing 37, a user connect to the trunk line on Port 7. Once connected, the user would hear a new dial tone from the telephone company and enter another number to get to the public network destination.
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Figure 10.7: Public Network Access

You can configure Athena Access to streamline this process, make it easier for the users, and become nearly transparent.

If the destination port is busy, Athena Access can automatically place the call to Port 8, in this example. Port 7 and 8 become a trunk group and Athena Access can use either one at any time using a single destination number.

You can use automatic call routing in the Athena Access so that a user only enters the local public telephone number of the destination instead of dialing 37 and the destination number. The Athena Access will examine the incoming digits, check a routing table, determine the correct Athena Access site and trunk ports, get a dial tone from the public network, and send the number. For example, if a user at Site 1 enters 416‑555‑1390 the Athena Access would direct all 416 calls to Port 7 or Port 8. The Athena Access ignores the 416 digits, as the public network does not need them.
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Figure 10.8: Through Public Network Access

PBX Integration XE "PBX Integration" 
As the number of employees in an office grows, the telephone communications requirements do also. Not only do the employees need to call one another but they also need to call outside the office. Instead of relying on the telephone company to supply lines to each individual employee, you can use an on‑premise telephone switch such as a PBX (Private Branch Exchange) or key system. An on‑site system also allows for simple and easy moving, and adding extensions without involving any telephone company changes.

All the extensions in the office connect to the switch as well as the lines or trunks to the telephone company. The switch allows the users to call each other without connecting to the public telephone network.

The PBX provides incoming and outgoing access to the public telephone network for both local and long distance calls. The PBX also provides a level of concentration where a small number of trunk lines can service a large number of extensions. This provides cost savings in trunk line costs while still providing the required level of service to the users.

You can connect a PBX in one office to another remote office PBX to allow direct office‑to‑office calling. Not only does this provide you with a level of convenience by simplifying the dialing sequence for users calling between offices, but it can also be more efficient by reducing the number of trunk lines. The distance between the offices, and the amount of voice traffic, will affect the economic justification for these tie trunks. In some instances, the equivalent long distance costs will be higher than the trunk line costs.

PBXs also apply a level of intelligence to automatically route calls to selected trunk groups based on the digits dialed. For example, any number preceded by a 9 will route the call to the public telephone network, or any number preceded by an 8 will route the call to the tie trunk group to a remote office PBX.

Athena Access and the PBX XE "Athena Access and the PBX" 
Athena Access integrates with PBXs and key systems by replacing tie trunks and local trunk lines to the public telephone network. The most common interface for PBX inter‑connection is E&M and to a lesser degree, FXS. Athena Access supports both of these types of interfaces.

Since the Athena Access simulates the telephone network or another PBX, the use of the system is exactly the same after installing the Athena Access. For a local outside line, the users still dial 9 and the PBX routes the call to the public network trunk lines. Users dial 8 for office‑to‑office calls and the PBX routes the call to the trunk lines connected to the Athena Access.

You can minimize call routing changes in the PBX by using the power of the Athena Access. Athena Access can route the calls to any other Athena Access in the network using the destination call digits passed to it from the PBX. The call routing features allow you to add or drop digits, and partially or completely translate them into new destination digits.

In the example below, Toronto is in area code 416, Los Angeles is in area code 213, and Paris is 01133. When a user in Toronto calls Los Angeles, the number would be 1‑213‑555‑1212. The PBX examines the number and, based on the 1‑213, forwards the call to the trunk lines terminating on the Athena Access. The Athena Access then decides which remote Athena Access on the frame relay network should receive the call. Based on the 1‑213 digits, the Athena Access routes the call to the frame relay DLCI that connects to the Los Angeles Athena Access. The receiving node examines the called digits and determines that the call should be sent to the E&M ports connected to the PBX.
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Figure 10.9: Toronto, LA, and Paris Network with PBXs

In the PBX network above, you achieve significant savings in long distance calling by avoiding the public telephone network for calls between the three offices. You can achieve even more savings by using each office for out‑bound gateways for calls within the regions of each office.

Each PBX examines the dialed digits it receives from a local extension to determine if it should pass the call to another individual office extension or send it to the public telephone network.

Voice Protocol Concepts XE "Voice Protocol Concepts" 
Call Processing XE "Call Processing"  

The Athena Access provides complete call processing. You can route all calls through Athena Access units. This means you can fully mesh your voice network at minimal cost, while ensuring each call switches independently. 

Call processing enables any Athena Access port to connect over PVCs to any other port based on the digits or PBX you dialed. This capability can significantly reduce hardware implementation costs, while providing optimum voice quality by eliminating tandem compression hops. 

The Athena Access provides universal port switching within virtually all network topologies. In addition, the Athena Access provides: 

· A unified dialing scheme capable of 20‑digit translation and 40‑digit outpulsing.

· Hunt grouping and alternate routing.

· A network Voice Ping function to determine the end to end delay introduced by the network.

· A network Voice Trace function to determine the path taken through the network for a specific call.

· A call‑logging package that simplifies problem determination.

Frame Relay and Voice XE "Frame Relay and Voice" 
Using FRF.11 to Save DLCI Charges XE "Using FRF.11 to Save DLCI Charges" 
The FRF.11 specification describes a channel identification number (CID) that gathers more than one protocol onto a single DLCI, reducing DLCI charges. The two end nodes use CIDs to agree about what protocols are using the DLCI. The CIDs must be identical at the two nodes using the DLCI.

An example of using CIDs is multiplexing IP traffic and voice sessions between two nodes onto a single DLCI. With FRF.11, you must assign a CID to each protocol using the DLCI.

Note: Develcon recommends that you dedicate CIDs 4 to 39 for compressed voice and CIDs from 40 onwards for data traffic.

Fragmenting Voice into Smaller Frames XE "Fragmenting Voice into Smaller Frames" 
When you compress and transmit voice over frame relay, it is important to ensure the delay introduced by the network is low. The node itself can introduce a major source of delay, as it transmits large frames to the network. One solution to the problem is to fragment large frames into smaller frames, creating opportunities for voice frames to be transmitted between the fragments. While fragmentation adds a small amount of overhead, it makes it possible to multiplex voice and data traffic.

End nodes can use FRF.12 to fragment large frames before transmitting them across a frame relay network. The Athena Access lets you decide on the fragment size when you configure the frame relay DLCI. The best value for the fragment size depends on the speed of the trunk, the size of the data packets and the maximum number of voice calls you will make. A good rule of thumb is to use allow one byte of payload for every kilobit of WAN bandwidth. 

Link Rate
Fragmentation Size

64 Kbps or less
64 bytes

128 Kbps
128 bytes

256 Kbps or more
256 bytes

The node also automatically employs FRF.11 Annex C, a protocol that prevents FRF.12 from fragmenting compressed voice frames. 

Prioritizing Voice Traffic over Data Traffi XE "Prioritizing Voice Traffic over Data Traffi" c

You will need to establish a prioritization scheme to ensure that data traffic does not delay voice frames by transmitting the voice frames before data frames already queued.

The node has four levels of priority, each corresponding to a separate queue. By default, voice automatically receives the highest priority, and data traffic receives the lowest priority. Although you can’t redefine the priority of voice traffic, you can configure the data‑traffic to any of the four priority levels. 

Note: Raising a data source to the same priority level as voice will undo the effects of fragmentation. 

Choosing a CIR XE "Choosing a CIR"  

To obtain the best voice quality, set the CIR of the DLCI used to carry voice and data traffic to the sum of all traffic sources’ CIRs.

Example: If two ports of compressed voice, each requiring 4.8 Kbps of bandwidth and an IP link requiring 9.6 Kbps of bandwidth are supported, the total bandwidth should be 19.2 Kbps.

Most conversations are half duplex in nature and full of pauses, meaning that voice calls will use somewhat less than their planned bandwidth. If you plan to take this into account when assigning CIRs, assume a reduction of up to 66% of the vocoder rate.

You must take into account rate negotiation between dissimilar vocoders. If the voice call goes to a node that does not employ the same compression rate, the voice will negotiate to a higher rate. (For more information, see Vocoder Rate Negotiation.) You must also decide whether to configure a data CIR, a data EIR or a CIR and an associated EIR. 

When you configure just a CIR, the unit will mark data traffic non‑discard eligible and meter it out to the network at the CIR. When you configure both, the unit will mark the excess traffic discard eligible if the data traffic rate is higher than the CIR and immediately forward it. Selecting a data CIR and EIR value equal to the link rate will guarantee that the unit will carry a predetermined amount of traffic in times of congestion and otherwise fully utilize the link.
Establishing Voice and Router Connections to Frame Relay XE "Establish Frame Relay Connections with Voice and IP" 
Configuring DLCIs for voice networking on the Athena Access is a two step process. 

You must first access the frame relay trunk and create the network DLCI as a type FRF.11 DLCI. Configure each router and voice trunk that will use the FRF.11 trunk with that network trunk, DLCI and a CID number.

Note: The CIDs the router and voice use must be different. If you do not configure the CIDs properly either voice, routing or both will not function.

When Athena Access creates a DLCI on the network trunk, the trunk will obtain the DLCI’s status from the network. Router or voice modules using the DLCI will consecutively call the frame relay trunk until the network raises it.

When this process occurs after the node boots or after the link initializes, the LMI will introduce a 30 to 60 second delay in raising the DLCI. The voice module will show this activity in its call‑logging package. 

Configuring Frame Relay Routes for Voice XE "Configuring Frame Relay Routes for Voice" 
You must create each frame relay route through the network. Each of these routes is a callgroup and contains the following elements:

· A name string that the call routing package uses to identify the route (Choosing a sensible name will also help you identify the route.).

· The network ID (NID) of the remote node; that node’s IP address.

· The frame relay trunk the route uses.

· The frame relay DLCI (on the above trunk) the route uses.

· The route’s call processing CID on the above DLCI.

· The route’s payload channel CIDs on the above DLCI.

After you enter this information the node will sort the callgroup into the table alphabetically by its name and will immediately begin to establish the frame relay connection. Your node will let you enter up to 64 of these frame relay callgroups.

Note: There is no penalty in cost, overhead or complexity for selecting more CIDs than you need, but you must configure the remote node with the same call processing and payload channel CIDs. You should always configure at least four payload CIDs.

IP and Voice XE "IP and Voice" 
Establishing Voice Connections to IP XE "Establish Connections with Voice and IP" 
Configuring IP routes for voice networking on the Athena Access is a two step process. 

First, configure the IP router to provide a link to the required remote voice equipped router. You can decide to use PPP, IP over frame relay or IP over X.25. If the router you wish to call connects via the LAN segment, ensure that you have configured the local connection.

Note: Using voice over IP over frame relay offers no advantages to using voice over frame relay. 

After you configure and establish the connection, perform a Ping from the IP package to determine the round trip time to the remote router. This delay should be consistently less than 250 milliseconds in order to eliminate the perception of excessive system delay. 

From the voice package configure an IP route using the remote router's IP address (see below). The route will become immediately available to voice calls.

Configuring IP Routes for Voice XE "Configuring IP Routes for Voice" 
You must create each IP route through the network. Each of these routes is a callgroup and contains the following elements:

· A name string that the call routing package uses to identify the route (Choosing a sensible name will help you identify the route.).

· The network ID (NID) of the remote node; that node’s IP address.

· The maximum number of channels available for voice calls.

Note: If you are connecting remotely to a Nuera F-Series component, always configure the maximum number of channels to a value of 28 calls.

After you enter this information the node will sort the callgroup into the table alphabetically by name and will immediately begin to establish the IP connection. Your node will let you enter up to 64 of these IP callgroups.

Network Design

Building a Mesh of DLCIs vs. a Star Network XE "Building a Mesh of DLCIs vs. a Star Network" 
The two principle methods of designing a network are: 

· Meshing your nodes together. 

· Connecting them to a common node which re‑routes the traffic. 

Athena Access can support either method of operation. The node can operate in a star fashion supporting up to 64 frame relay routes (DLCIs) to other voice nodes. Develcon has tested the Athena Access supporting this number switched sessions of 4.8 Kbps compressed voice bandwidth. This number of sessions will consume about 380 Kbps of bandwidth at most, such as when voice activity detection is off. 

If you are adding voice to an existing data network, you will tend to use the existing style. If you are laying out a new network, you should be aware of the effect of the following factors on your design:

· Cost, 

· Resiliency, 

· Latency,

· Routing complexity.

Cost

A frame relay mesh network generally involves more DLCIs than a star network. If you plan to use an ISP or a public network, a mesh will be more expensive than a star. If you have the luxury of a private network based on leased lines or ISDN, a mesh will probably be the better choice. Even private network design has to consider the use of public networks as there are often requirements to support “off net” locations that handle low volumes of traffic. Another requirement is to support international traffic.

Resiliency

While cost is probably the most important reason for building a star network, resiliency is the main advantage of building a mesh network.

Star networks are vulnerable to failures and congestion in the central star node. If you use a public network, a single network trunk usually carries the traffic to the node, and this connection and the central office that provides it are vulnerable. Failures in these components can take down the whole network.

Failures in properly designed mesh networks should deprive service only to users serviced by the failing node. Nodes connected to the failing node will reroute traffic around the failed node.

Latency

An important factor to consider in the network design is minimizing the delay introduced by the network path. The end to end delay incurred by voice packets traversing the network is mainly due to a combination of the vocoder algorithm latencies and buffer latencies. High‑quality voice reproduction depends on keeping delays as low as possible within the overall system. The total packet transit time is best at 125 milliseconds one‑way to eliminate the perception of excessive system delay.

The worst delay in star networks occurs when remote sites relay a call through the central node. The delay introduced is the sum of the latencies in the transmission legs as well as the switching delay of each of the nodes involved. If the remote sites use public network facilities to access the central site then the public network will largely determine the delay. The central site node will introduce some queuing delay.

Delay in mesh networks depends on the path between the remote sites. The delay introduced is the sum of the latencies in each of the transmission legs, and the switching delay of each of the nodes involved. Across a frame relay network delay normally varies between 5 and 50 milliseconds. Most major public networks have an average delay of 25 milliseconds. The rest of the delay comes at the FRAD units on each end of the network. 

Source 
Delay Range 
Nominal Delay

Input Buffer 
15 milliseconds 
15 milliseconds

Compression Cycle 
10 milliseconds 
10 milliseconds

Output Queue (FRAD) 
0 to 12 milliseconds 
4 milliseconds

Network Delay 
5 to 50 milliseconds 
25 milliseconds

Jitter Buffer 
0 to 210 milliseconds 
45 milliseconds

Decompression Cycle 
5 milliseconds 
5 milliseconds

Total 
35 to 302 milliseconds 
104 milliseconds

Routing Complexity

The three principle sources of complexity in designing these types of network lie in estimating the bandwidth you’ll require, managing connections between nodes and establishing the routing plan.

Estimate the required bandwidth with either style of network. For star networks, the remote‑site bandwidth requirements are usually well known. Take care to maintain the central site traffic at manageable levels.

For mesh networks, estimating bandwidth is much more complex since you must also estimate peak usage for normal operating conditions and also in the event of a single node or line failure.

Managing connections is much easier for star networks where, typically, the remote sites have very similar configurations including a similar exit trunk and DLCI. With frame relay the main effort of managing connections is in generating and maintaining the table of DLCIs at the central site, including the mappings to remote DLCI’s and the CIR required for each DLCI. Managing connections is more difficult for mesh networks where there are more connections.

Maintaining the telephone number routing plan for both styles of networks involves assigning node numbers and source telephone numbers to each of the voice ports. In star networks, you configure the routing table of each remote node with routings to the local voice ports and a “catch all” routing that sends all other numbers to the central site. The central site must have the routings that address all of the remote nodes.

Maintaining the telephone number routing plan for a mesh style routing is more complex as each node must have the routings of the others in order to forward calls.

Other Factors 

A full treatment of the process of network design includes a number of other factors:

· Fall back to the public voice network. Your design can include some way to automatically route voice calls to the PSTN via FXO connections should the frame relay or IP network become unavailable.

· Stars of meshes and meshes of stars. You may want to design your network this way in order to take advantage of the low cost of local leased line or ISDN charges to connect a number of nodes in a geographical area or region. A central node in the region connects to other regional nodes.

· Failed connection restoration. You may want to use ISDN to ensure that a failure of the main network connection initiates a backup connection to another peer node. 

· A knowledge of how your ISP prioritizes and routes voice traffic.

Designing a Numbering Plan XE "Building a Mesh of DLCIs vs. a Star Network" 
You need to address a number of issues in the process of designing a numbering plan, including:

· Where are the central sites?

· How many nodes will you have?

· How many ports will you have at each location?

· Do you want to obtain local dial at those nodes?

· Do you already have a numbering plan implemented in you PBX?

Develcon makes the following recommendations:

· Keep the numbering plan “flat”. Restrict each number in the network to the same number of digits.

· With smaller networks designate an office number to each FRAD and build the plan from the office number and the port number. A twenty office network, each having eight phones might assign office numbers of 10 to 30 and port numbers of 01 to 08 to generate a four digit plan.

· With larger networks, restrict the dialing plan at each node to local port numbers and a catch-all routing that forwards to a regional switching site. A 200-office network might be organized into five regions of varying size and designate region numbers of 10 to 15, office numbers of 01 to 99 and port numbers of 01 to 99. This would build a six-digit numbering plan.

· If you wish to obtain local dial at remote offices, you could assign one port number and place all the FXO ports at that location into a hunt group. You could also designate a special port number at that location for the local-dial hunt group.

· Bear in mind that small networks grow into larger networks. The numbering plan should anticipate growth. Will your numbering plan scale when your network is 10 times its current size?

IP and Frame Relay Hunt Group Considerations XE "IP and Frame Relay Hunt Group Considerations" 
The voice FRAD lets you configure up to six alternate routes for each voice routing. You can enter IP routes, frame relay routes and local ports in the list in any order.

Due to the connectionless nature of the IP protocol, the node will always consider routes to an Ethernet LAN active, even if the IP connection fails at another router. If you install IP routes before frame relay routes (or ports) in alternate routing lists, the node will not be able to route past the failed IP routes.

Call Routing Concepts XE "Call Routing Concepts" 
How the Athena Access Makes Voice Calls XE "How the Athena Access Makes Voice Calls" 
The four voice ports (5 to 8) process speech and FAX traffic and generate compressed voice packets. You can switch these packets to another voice port or out an IP or frame relay route with the switching engine.
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Figure 10.10: Functional Organization of a Node

The routing engine has enough intelligence to know which ports are in use and which are free. It also accounts for which IP and frame relay routes are active, inactive, busy or being established 
The SETUP Packet XE "SETUP Packet" 
When you lift any telephone on the port off its hook and dial a number, that port will generate a special packet called a call SETUP packet.

One of the most important jobs the call routing engine performs is selecting the CIDs used by calls traversing the IP or frame relay routes. When you configure a frame relay callgroup, you must configure a call processing channel and a number of payload channels. The routing engine forwards call SETUP packets down the call‑processing channel to the peer node. The SETUP now contains a request to use one of the free payload channels. 

The CONNECT Packet XE "CONNECT Packet" 
If the peer node is willing to accept the call, it will respond with a CONNECT packet. This is an indication that the telephone call reached the destination. If the node forwards the call to an FXS port on another node, you will hear the ringing pattern from that port. If the node forwards your call to a FXO port on a public telephone network, you will hear the progress signals provided by the network. If the node forwards your call to an E&M port on a PBX or key system, you will hear the progress signals provided by the PBX.

The ANSWER Packet XE "ANSWER Packet" 
If a user picks up the remote phone, the remote node generates an ANSWER packet, signifying that it has established the connection end to end. The two nodes now exchange compressed voice traffic. This situation continues until one of the telephones ends the call.

The RELEASE Packet XE "RELEASE Packet" 
When the call ends the first node to see the phone on the hook generates a RELEASE packet to the other node. The release packet notifies the other node that the payload channel used for the call is now free for other calls.

Normal Call Progress XE "Normal Call Progress" 

 XE "Call Progress, Normal" 
The normal pattern for the progress of a call is shown in the diagram below.
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Figure 10.11: Normal Call Progress

When the called party is busy, the called node immediately sends a RELEASE packet. 
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Figure 10.12: Busy Call Progress

Abnormal Call Progress XE "Abnormal Call Progress" 

 XE "Call Progress, Abnormal" 
If each node is programmed to forward the same call address to the other then a call with that address can “spiral” between the two nodes, consuming all the available payload CIDs. The node that runs out of payload CIDs first will terminate the call with the RELEASE. 

Note: The first node to issue the SETUP packet clears a hop count field in the packet. The hop count increases as each node routes the SETUP packet. After 10 hops, the node receiving the packet will issue a RELEASE packet to terminate the call loops. A practical restriction on network size is 10 hops.
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Figure 10.13: Abnormal Call Progress 

Avoiding Call Collisions XE "Call Collisions, Avoiding"  

Call collisions, or glare, happens when two nodes forward a call to each other and contend for the same CID. In this case, both telephone calls collide and the node clears them both. You can avoid this problem in the following way:

· Always program the correct network ID (NID) in the IP and frame relay callgroup. Program the value to be the peer node’s IP address. The node with the lower NID always hunts down the range of available CIDs while the higher NID node hunts up. Correctly assigning NIDs is vital to the process of placing calls.

· Always assign a number of CIDs equal or greater to the maximum number of telephone calls that you can have and include any pass‑through calls from other nodes.

Determining Which Route the Node Will Use XE "Determining Which Route the Node Will Use" 
To determine which port or route the packet should use, the call routing engine uses:

· The telephone number of the port to which you are placing the call, 

· Its knowledge of active ports and routes,

· The call routings that you program. 

Note: that the various possibilities for calls include port to port, port to network and network to network.

Phone Numbers as Addresses XE "Phone Numbers as Addresses" 
The node collects your dialed digits and treats them as an address for routing. The digits you dial form the called address.

You must also program the port where you enter the digits with another sequence of digits, the calling address. This address identifies where in the network the call originated.

When you place a telephone call, the routing table uses both addresses to decide how to handle the call. These telephone addresses can be up to 20 digits in length. 
On E&M and FXO ports you can use outpulsing, which sends a dial‑prefix of up to 20 digits, in addition to the 20‑digit telephone address.

If the node can recognize the called and calling addresses and route the call to another port, it will place the call locally.

If the called and calling addresses route the call to another node, the node will form them into a call SETUP packet. The node sends this call SETUP packet through the network to a node closer to the destination node or to the destination node itself. As the call passes through each node the routing table will determine the next hop. Eventually, the packet will reach the destination node and the routing table will direct the call to a local port. 

Ensuring the Node does not Route Certain Numbers XE "Ensuring the Node does not Route Certain Numbers" 
To ensure the node does not call certain numbers, configure the routing to recognize the number but do not configure any routes. When you call this number the node will refuse the call.

The Call Routing Table XE "Call Routing Table" 
You must program the routing table to recognize each anticipated telephone number in you network. Each entry in the routing table contains the following elements: 

· A string to match the digits in the called address.

· A string to modify the digits in the called address before forwarding the call.

· A string to modify the digits in the calling address before forwarding the call.

· The route to forward the call through. This is the name of the IP or frame relay callgroup or the reserved names port5, port6, port7 or port8.

· Five alternate routes if the first route fails.

As you enter new routings into the table, it automatically sorts them into ascending order of called address strings and stores them. Your node will let you enter up to 64 routings.

The Call Routing Process XE "Call Routing Process" 
The following chart describes the call routing process in simple terms.

[image: image14.wmf]m

o

r

e

 

r

o

u

t

i

n

g

s

i

n

 

t

a

b

l

e

c

a

l

l

e

d

 

a

d

d

r

e

s

s

m

a

t

c

h

e

s

 

n

e

x

t

r

o

u

t

i

n

g

?

c

a

l

l

i

n

g

 

a

d

d

r

e

s

s

m

a

t

c

h

e

s

 

n

e

x

t

 

r

o

u

t

i

n

g

?

C

o

l

l

e

c

t

 

d

i

a

l

e

d

 

d

i

g

i

t

s

 

f

r

o

m

 

p

o

r

t

 

i

n

t

o

 

a

 

c

a

l

l

e

d

 

a

d

d

r

e

s

s

.

 

P

o

r

t

 

p

h

o

n

e

 

n

u

m

b

e

r

 

p

a

r

a

m

e

t

e

r

 

b

e

c

o

m

e

s

 

c

a

l

l

i

n

g

 

a

d

d

r

e

s

s

.

Y

e

s

r

e

l

e

a

s

e

 

c

a

l

l

p

e

r

f

o

r

m

 

a

d

d

r

e

s

s

 

t

r

a

n

s

l

a

t

i

o

n

s

e

x

t

r

a

c

t

 

c

a

l

l

e

d

 

&

 

c

a

l

l

i

n

g

 

a

d

d

r

e

s

s

 

f

r

o

m

 

n

e

t

w

o

r

k

 

c

a

l

l

N

o

m

o

r

e

 

e

x

i

t

 

r

o

u

t

e

s

i

n

 

r

o

u

t

i

n

g

?

n

e

x

t

 

e

x

i

t

 

r

o

u

t

i

n

g

 

i

s

 

a

v

a

i

l

a

b

l

e

?

N

o

r

e

l

e

a

s

e

 

c

a

l

l

f

o

r

w

a

r

d

 

c

a

l

l

P

o

r

t

 

C

a

l

l

N

e

t

w

o

r

k

 

C

a

l

l

Y

e

s

Y

e

s

Y

e

s

N

o

Y

e

s

N

o

N

o


Figure 10.14: Call Routing Process

Address Matching XE "Address Matching" 
As previously stated, both the called and calling addresses must match those strings in at least one routing.

The called and calling address strings contained in routings can include the following:

· The characters 0 to 9, 

· The special characters * and #, 

· The wild card character $ for matching any single digit,

· The wild card character & for matching any single digit, * or #, 

· The wild card character + for matching one or more digits, 

· The exclusion character ~ for excluding a digit range, 

· The range indicators [ ], 

· The tagged character indicators {} (For more information see the section Address Translation​).

These matching characters lead to a number of types of matches.

Matching the Exact Address XE "Matching the Exact Address"  

When you use only the characters 0 to 9 in a routing string, a match occurs when the string exactly matches the digits in the address. If the called address string is 4880154, a match will occur only if the digits dialed are exactly 4880154.

Matching Ranges of Digits XE "Matching Ranges of Digits" 
When you have to match a range of digits in any single position in an address use the [ and ] characters. The brackets must enclose a range of digits from 0 to 9. You can include the ~ immediately before a range match to exclude a range of digits. 

Example: the address string 12[3 to 5] matches 123 to 125. The address string 789[0 to 9][0 to 9][0 to 9][0 to 9] matches 789 0000 through 789 9999. The string 123~[1 to 8] matches only 1230 and 1239. The string 123~[1 to 1] matches only 1230 and 1232 to 1239.

Matching Special Characters XE "Matching Special Characters"  

When you use the * and # characters singly or with the characters 0 to 9, a match will occur only when the string exactly matches the digits and the symbols in the address.

Note: The Access will accept strings of the form 123*456 but will ignore the 456 in matching.

Matching Addresses with Wildcards XE "Matching Addresses with Wildcards" 
When you use the wildcard symbol $ in the address string, it will match a single characters in the range 0 to 9. When you use the wildcard symbol & in the address string, it will match any characters 0 to 9, * and #. 

When you use the wildcard symbol + in the address string, it will match 1 or more characters 0 to 9, * and #. 

Example: If the called address string is 456+, a match will occur only if the digits dialed are 456 and at least one other character. 

Since the Athena Access does not know how many digits to collect it will wait for the inter‑digit timer to expire before routing the call. This means that you may have to wait several seconds before the Athena Access begins to place the call. PBX applications usually use a small value for the inter‑digit timer. As a result you may wish to restrict the + wildcard to PBX applications.

Address Translation XE "Address Translation" 
After the node finds a route through which to forward the call, you can use address translation to modify the called or calling address the next node will see. You can replace the original called address in its entirety, modify it by adding or removing digits or cut and paste various parts of it. 

Note: If you don’t plan to do much translation, enter all of your address strings inside { } braces and leave the default translation strings unchanged. Your addresses will forward to the next node exactly as received.

Address translation operates by specifying which parts of the original called address you wish to keep. This process is tagging and the parts of the address that you keep are tagged fields.

After you build the tagged fields, you can reassemble the new version of the called address from the tagged fields. You can rearrange the order of the tagged fields and insert digits to build complex new addresses. You can also modify the calling address that the node forwards. You can even mix tags from one or both of the called or calling addresses into your forwarded called and calling addresses.

Tagging Fields for Translation XE "Tagging Fields for Translation" 
Tag a digit or field of digits in the called or calling address string by putting it in { } braces. You can build up to seven tagged fields in each address. The address matching process proceeds independently of tagging so you can ignore the braces when inspecting for address matching. 

Some examples of tagging are as follows:

· {+} Matches on any first character, and tags all characters for forwarding. This is the default string supplied for calling addresses.

· {1+} Matches a 1 followed by at least one character and tags all characters.

· 1{905}{+} Matches a long distance prefix, a three digit area code and the remaining digits. This string keeps the area code in the first tag and telephone number in the second tag.

Example: The string {4+} matches a 4 and at least one other digit​ (and tags all these digits). A {4} matches (and tags) only the digit 4. A {4}+ matches a 4 and at least one other digit but tags only the 4.

Rebuilding the Translated Address XE "Rebuilding the Translated Address" 
The translated called and calling address strings contain the descriptions of how to rebuild the addresses before forwarding. You can replace the address entirely with a new digit string or build up the addresses from tags in the original called and calling address. If you tagged more than one field in each address, you can identify the tags by their order. The first tag in the original called address is D1; the second is D2 and so on. The last tag is D7. The D stands for original destination address.

The first tag in the original calling address is S1; the second is S2 and so on. The last tag is S7. The S stands for original source address.

The examples in the following table assume the called address is 488 0154 from a port with​ a calling address of 101. 

Called Match String
Calling Match String
Called Translation
Comment and Forwarded Call Address

{488+}
{+}
D1
When the calling match string is left at its default of {+} and the called translation string is left at its default of D1, the forwarded called address is always the same as the matched address string, here 4880154.

{488+}
{2+}
D1
Will not match calling address.

​{5+}​
{101}
D1
Will not match source address.

{48[7 to 8]+}
{1}+
S1D1
14880154​, “1” was from calling address S1 and “4880154” was from called addressD1

{488+}
{1+}
1234
1234, address has been totally replaced​

{488+}
{1+}
416D1​
4164880154, characters 416 inserted, “4880154” was from D1

{488}{+}
​​{1+}
S1D2
1010154, “101” from S1 and “0154” from D2

If you use a tag not built in the called/calling addresses, the node will not insert any characters. If you build a forwarded address longer than 20 digits the node will truncate the address to 20 digits but will still forward the call.

Voice Processing Concepts XE "Voice Processing Concepts" 
In addition to outstanding data processing capabilities, the voice processing features of the Athena Access offer powerful voice processing capabilities that are needed to implement effective telephony solutions for WANs. This section presents the voice processing features of the Athena Access.

Voice Compression Techniques XE "Voice Compression Techniques" 
The Athena Access provides a variety of vocoder algorithms that minimize the bandwidth a WAN requires to transport voice calls and maintain high quality of acoustic reproduction for the voiceband signals. These algorithms are configurable on a port‑by‑port basis.

The Enhanced‑CELP (E‑CELP) Algorithm XE "Enhanced‑CELP (E‑CELP) Algorithm"  

The Enhanced‑CELP (E‑CELP) algorithm rates are 4.8, 7.47, and 9.6 Kbps. Independent analysis shows E‑CELP is the best compression algorithm available. 

The G.728 (CELP) Compression Algorithm XE "G.728 (CELP) Compression Algorithm"  

The G.728 compression algorithm is a highly optimized 16 Kbps LD/CELP algorithm designed to provide a high‑quality voice reproduction with a small end‑to‑end delay. The ITU has selected G.728 as the best algorithm to use at 16 Kbps.

The G.726 (ADPCM) Compression Algorithm XE "G.726 (ADPCM) Compression Algorithm"  

Adaptive Differential Pulse Code Modulation (ADPCM), or G.726, is the ITU standard for 32 Kbps vocoding. ADPCM enables encoding of voice signals in half the space of Pulse Code Modulation (PCM).

The G.729 (CS‑ACELP) Compression Algorithm XE "G.729 (CS‑ACELP) Compression Algorithm" 
The G.729 (CS‑ACELP) Compression Algorithm is the ITU standard for 8 Kbps vocoding. 

Voice Activity Detection (VAD) XE "Voice Activity Detection (VAD)" 
Athena Access uses a sophisticated silence suppression technique called Voice Activity Detection (VAD) to suppress packet traffic when no actual voice signal is present. This minimizes the amount of bandwidth the unit needs to sustain a two‑way voice call. VAD keeps track of the background noise level of the speaker’s environment. When the signal level drops to the level of the background noise, the vocoder stops transmitting packets until it detects a voiceband signal level. 

During silence suppression, the vocoder maintains the background noise level at a consistent, natural sound level throughout the conversation. This can save up to half the bandwidth normally assigned to a voice channel; however, you should assume only a 33% bandwidth reduction. 

Call Processing Interfaces XE "Call Processing Interfaces"  

FXS Interface XE "FXS Interface" 
FXS, provides ‑28 VDC for FXS and E&M and -56VDC for FXS. It generates a ringer waveform for inbound calls and detects loop closure for outbound calls. FXS supports central office loop functionality for North America, Australia, Germany, United Kingdom, and other countries. 

FXO Interface XE "FXO Interface" 
The FXO interface is for applications where you need a connection to a central office or a PBX station port. It provides ringer waveform detection for inbound calls and loop closure for outbound calls. FXO supports subscriber loop functionality for North America, Australia, Germany, United Kingdom, and other countries. 

E&M Interface XE "E&M Interface" 
The E&M interface supports inter‑PBX tie trunk interconnections. You can configure the E&M interface for E&M normal types 1, 2, and 5, and for 2 or 4‑wire operation. You can also configure the E&M interface for either immediate start or wink start call processing operation. 

For immediate‑start call‑processing interface the Athena Access voice port transfers the registration information (dialed digits/characters) to the telco interface immediately after going off‑hook.

For wink‑start call‑processing the Athena Access voice port transfers the registration information (dialed digits/characters) to the telco interface after it detects a wink condition after going off hook.

Vocoder Rate Negotiation XE "Vocoder Rate Negotiation"  

Due to the variety of vocoder algorithms available with the Athena Access, whether or not the originating and terminating voice ports in a large system can use incompatible vocoders becomes an issue. The Athena Access provides the vocoder rate negotiation feature to solve this issue. 

Vocoder rate negotiation enables the originating and terminating voice ports to negotiate a vocoder rate compatible to both voice ports. This feature affords the system designer important flexibility in implementing large, dynamic systems. 
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Frame Packing XE "Frame Packing"  

Frame packing lets you achieve higher packaging efficiencies for voice packets transmitting over a network, increasing the payload relative to the overhead. The minimum value is one vocoder packet in a packet for transmission over the WAN. 

Due to the small size of vocoder packets, (9 bytes for 4.8 Kbps E‑CELP, and up to 60 bytes for 32 Kbps ADPCM) the resulting packets will have a relatively high overhead. Frame packing lets you trade‑off packaging efficiency against transit latency, because increasing the packet size can increase end‑to‑end transit time.

You can use frame packing to place from two to five vocoder packets in each transmission packet. This increases bandwidth efficiency and data throughput on the WAN. However, for WAN implementations that experience round‑trip delays of 250 milliseconds or more, you must ensure the longer system delays associated with frame packing do not perceivably affect telephony performance. 

Overhead vs. Delay XE "Overhead vs. Delay" 
Frame packing lets you determine the trade-off between overhead (efficiency) and delay. In general, each additional packet adds 15 milliseconds delay end-to-end on the voice circuit. Although this should not have a large impact on perceived voice quality, it can create a large improvement on the efficiency of the trunk. The following table provides the Frame Relay bandwidths required for each combination of vocoder and frame packing (these rates do not include any voice activity detection (VAD) savings):


Frame Relay bps required at Frame Packing factor of

Rate
1
2
3
4
5

4800
7467 (14)
6133 (23)
5689 (32)
5467 (41)
5333 (50)

7466
10133 (19)
8799 (33)
8355 (47)
8133 (61)
7999 (75)

9600
12267 (23)
10933 (41)
10489 (59)
10267 (77)
10133 (95)

8000
10000 (25)
9200 (46)
8933 (67)
8800 (88)
8720 (109)

16000
18000 (45)
17200 (86)




32000
34000 (85)





These values include three bytes of frame relay header and the two (CRC) bytes of trailer. The numbers in brackets is the frame size for each combination.

For IP the following table applies:

IP bps required at Frame Packing factor of

Rate
1
2
3
4
5

4800
20800 (39)
12800 (48)
10133 (57)
8800 (66)
8000 (75)

7466
23466 (44)
15466 (58)
12799 (72)
11466 (86)
10666 (86)

9600
25600 (48)
17600 (66)
14933 (84)
13600 (102)
12800 (120)

8000
20000 (50)
14200 (71)
12267 (92)
11300 (113)
10720 (134)

16000
28000 (70)
22200 (111)




32000
44000 (110)





These values include twenty bytes of IP header and eight bytes of UDP header. If you use PPP or IP/FR, headers for those layers will be added. The numbers in brackets is the frame size for each combination.

These settings are especially important when tuning the network for cell‑based backbones. By ensuring that the payload fits efficiently into the appropriate cell size, this setting minimizes waste when inserting the frames into cells. 

Lost Voice Packet Processing XE "Lost Voice Packet Processing" 
Compressed voice packets can transmit over networks that do not guarantee error‑free transport. This means that occasionally some packets may not arrive at their destination. Athena Access’ vocoder algorithms can accommodate packet loss and tolerate an error rate up to 10xE‑5 without experiencing discernible distortion. This rate is significantly higher than error rates on DDS and most analog circuits, or even on some backbone networks. 

The majority of lost packets occur due to congestion rather than noise on the circuit. If one or two contiguous packets are lost because of network discards, the Athena Access reconstructs the lost packet information by interpolating the voice information in the adjacent packets. This minimizes the potential degradation to voice quality. 

Setting up for Voice Networking XE "Setting up for Voice Networking" 
Introduction

Most Athena Access units will already have voice hardware and software installed. This section is only necessary if you are upgrading your Athena Access. 

Required Hardware Components XE "Required Hardware Components" 
Your Athena Access unit should contain the following hardware components to enable voice over frame data communications:

· Voice Expansion Module (VEM).

· Digital Voice Module (DVM) and Subscriber Interface Modules (SIM).

Note: Subscriber Interface Modules are sometimes known as voice interfaces.

Required Software Components XE "Required Software Components" 
Contact Develcon’s Support department to get the latest software requirements.

System Design Plan XE "System Design Plan"  

To save yourself the time and effort of re‑doing you network connections, prepare the following items before installing the Athena Access in the network:

· An installation requirements plan,

· A cabling and connection plan,

· Network configuration diagram,

· Network Dial plan,

· Node configuration notes including descriptions of: 

· Configuration of FRAD ports,

· DLCIs assigned,

· Configuration of voice ports,

· CIDs assigned,

· Routings and translations for this node,

· Configuration of router ports and CIDs used.

Note: Check regulatory information for port and hardware requirements in your country.

Performing the Upgrade to Voice Capability XE "Performing the Upgrade to Voice Capability" 
To upgrade your existing Athena Access for voice capability you will need to read the following sections on Hardware and software installation.

Installing Hardware XE "Installing Hardware" 
Opening the Chassis’ Cover XE "Chassis, Opening" 
To remove the cover of the Athena Access chassis:

1.
Unplug the unit.

2.
Take out the three screws along the bottom at the front end.

3.
Take out the screws along each side of the chassis.

4.
Slide the cover towards the back of the chassis until it comes free.


[image: image15.wmf]
 Caution: Electric Shock Hazard. Only qualified service personnel should access this part of the unit.

Installing the Voice Expansion Module XE "Installing the Voice Expansion Module" 
Once you remove the chassis cover, install the Voice Expansion Module.

1.
Align the card so the pins at the front of the expansion module line up with the pinholes on the motherboard, and the back panel lines up with panel below.

2.
Press the pins firmly into place.

Installing the Voice SIMs XE "Installing the Voice SIMs" 
After you install the Voice Expansion Module, you can install the SIMs that determine whether you run FXO, FXS or E&M. The SIM next to the labeled port 5 and 6 RJ45 connectors supplies these ports. The SIM next to port 7 and 8 connectors supply these ports.

1.
Place the SIMs in one of the two positions labeled SIM on the VEM, ensuring the pins line up properly.

2.
Press the module firmly into place.

Installing the DVMs XE "Installing the DVMs" 
After you install the Voice Expansion, you can install the Digital Voice Modules. Place the DVM for ports 5 and 6 next to the SIM for those ports and the DVM for ports 7 and 8 next to the SIM for those ports.

1.
Place the DVMs in one of the two positions labeled DVM on the VEM, ensuring the pins line up properly.

2.
Press the module firmly into place. 

[image: image16.wmf]
Figure 10.15: View of the Voice Components and Motherboard 

Voice Port Pinouts XE "Voice Port Pinouts" 
SIM TYPE

PIN
FXS
FXO
2Wire E&M
4Wire E&M

5
T
T
T
T

4
R
R
R
R

3
‑
‑
‑
T‑1

6
‑
‑
‑
R‑1

2
‑
‑
E
E

7
‑
‑
SG*
SG*

8
‑
‑
M
M

1
‑
‑
SB*
SB*

* Only E&M Type 2 uses these signals. E&M Type 1 or Type 5do not use these signals.
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Figure 10.16: RJ45 jack’s pin placement

For the FXS and E&M Interface, the maximum allowable loop resistance is 800 ohms. When terminated by 600-Ohm equipment, this leaves 200 ohms for the resistance of the cable on the subscriber loop. With commonly used cabling of 24AWG and 26AWG, the maximum cable length limit is approximately 3500 feet and 2400 feet respectively.

For the FXO SIM, the FXO to which it is connected determines the maximum loop length. The FXO SIM provides a 600-Ohm termination to the loop.

Note: refer to Chapter 2 for detailed electrical specifications for each of the SIM interfaces.


[image: image18.wmf]
 Caution: Electric Shock Hazard. Don’t install telephone wiring during a lightning storm. Don’t install telephone jacks in wet locations. Don’t touch un‑insulated telephone wires or terminals unless you have disconnected the telephone line at the network interface. 


[image: image19.wmf]
 Caution: Electric Shock Hazard. Before you connect an Athena Access unit to a data communications or telecommunications network, ensure you have grounded the unit either through the AC mains connector or directly through the terminal at the rear of the chassis. 
Installing the Software XE "Installing the Software" 
When you are ready to install the software, refer to Chapter 4, on downloading and assigning software.

Voice Port Configuration XE "Voice Port Configuration"  

Port Parameters Ranges & Default Settings XE "Port Parameters Ranges & Default Settings" 
The following set of tables lists default configuration parameters for the unit. For each parameter the parameter name, recommended setting and possible range are included.

Timers XE "Timers" 
Configuration Item
Applicable to:
FXS FXO E&M
Default Value
Supported Values

SeizeDetect
y
y
y
50 milliseconds
1 to 500 milliseconds 

AnswerDetect
y
y
y
10 milliseconds
1 to 500 milliseconds 

DisconnectDetect
y
y
y
200 milliseconds
1 to 2000 milliseconds 

WarbleTimeout
y
y
y
10000 milliseconds
1 to 64000 milliseconds 

GlareDelay
y
y
y

1 to 500 milliseconds 

NoAnswer
y

y
30000 milliseconds
1 to 64000 milliseconds 

OnDetect

y

400 milliseconds
1 to 64000 milliseconds 

DetectOff

y

6000 milliseconds
1 to 64000 milliseconds 

WinkDetect


y
2000 milliseconds
1 to 64000 milliseconds 

WinkGeneration


y
50 milliseconds
1 to 64000 milliseconds 

GenerationPeriod


y
200 milliseconds
1 to 1000 milliseconds 

FirstDigit
y

y
10000 milliseconds
1 to 10000 milliseconds 

InterDigit
y

y
5000 milliseconds
1 to 10000 milliseconds 

DialStart

y
y

1 to 64000 milliseconds 

Algorithms XE "Algorithms"  

These configurable items apply to all SIM types.

Configuration Item
Default Value
Supported Values

VocRate
9.6Kbps
4.8, 7.47, 9.6 (ECELP) or 8, 16, 32 (ITU) Kbps

FramePacking
1
1 to 5 packets per frame

EchoMode
On
On or Off 

EchoNlp
On
On or Off

EchoTd
On
On or Off

FaxMode
On
On or Off 

FaxNsf
On
On or Off 

MaxRate
VocRate
VocRate, 4800bps, 9600bps 

VadMode
adaptive
fixed, adaptive, disabled 

VadThreshold
‑45dBm0
18 to 60 (‑dBm0) rounded down in steps of 3

VadHangover
225 milliseconds
15 to 3825 milliseconds rounded down in 15 milliseconds increments 

Miscellaneous XE "Miscellaneous"  

These configurable items apply to all SIM types except for the DialPrefix as noted.

Configuration Item
Default Value
Supported Values

PhoneNumber
Matches port number (5 to 8)
0 to 20 digits 

DialPrefix

(E&M, FXO only)
none
0, or 1 to 20 digits 

AutoDial
none
0, or 1 to 20 digits

COuntry
NorthAmerica
Belgium, France, Sweden, Switzerland, Netherlands, Norway, NorthAmerica, UnitedKingdom 

Telco XE "Telco"  

Configuration Item
Applicable to:
FXS FXO E&M
Default Value
Supported Values

RxGain
Y
Y
Y
‑4dB
(‑16) to 7dB.

TxGain
Y
Y
Y
‑4dB
(‑16) to 7dB.

EmType


Y
1
1, 2, 5

EmWire


Y
4wire
2wire or 4wire 

WinkMode
 

Y
immediate
immediate or wink 

OnTimer
 
Y
Y
100 milliseconds
0 to 32767 milliseconds 

TimerOff

Y
Y
100 milliseconds
0 to 32767 milliseconds 

LEvel

Y
Y
‑7dBm0
7 to 31 (in ‑dBm0) 

RingPattern
Y


interrupted
continuous or interrupted 

RingFreq
Y


20Hz
20, 25 or 50.

Voice XE "Voice"  

The Mode parameter applies to all SIM types.

Configuration Item
Default Value
Supported Values

Mode
busy
online, busy, silence, dmw 

Frame Relay XE "Frame Relay"  

Frame Relay Callgroup Parameters

Parameter Description
Default Value
Supported Values

Name
Must be supplied by user at creation time
Any 3 to 15 alphanumeric character string, excepting "port5", "port6", "port7" and "port8".

NID
0.0.0.0
All IP addresses

Trunk
1
All Frame Relay trunk numbers 

DLCI
16
16 to 991

CPchannel
4
4 to 63

PayChannel
5 to 8
4 to 63

IP XE "Frame Relay"  

IP Callgroup Parameters

Parameter Description
Default Value
Supported Values

Name
Must be supplied by user at creation time
Any 3 to 15 alphanumeric character string, excepting "port5", "port6", "port7" and "port8".

NID
0.0.0.0
All IP addresses

Channels
4
1 to 28 

Routing XE "Routing" 
Routing Entry Parameters

Parameter Description
Default Value
Supported Values

Called Address Match string
Must be supplied at creation time
A string of the characters 0 to 9, *, #, $, &, +, [ ] and ~. At least one character in the string must be enclosed in { } brackets. 

Calling Address Match string
{+}
Same as Called Address Match string, the default value tags all characters in the address for forwarding to the next node.

Translated Called Address
D1
The tag to use to form the translated called address. By default the first called address tag.

Translated Calling Address
S1
The tag to use to form the translated calling address. By default the first calling address tag which will collect all digits in the incoming calling address.

Routes 1 to 6
Must be supplied at creation time
Any string entered in one of the callgroups and “port5”, “port6”, “port7” or “port8”.

When Port Parameters Take Effect XE "When Port Parameters Take Effect" 
If a particular port does not have a call in progress, any configuration change for that port will take immediate effect. If a particular port has a call in progress, any configuration change for that port will take effect once the call on that port has terminated. The only exceptions are the following configuration changes which take immediate effect regardless of the current port’s call state:

1.
Changing the Mode setting in the Voice menu. Any setting other than online will terminate any call in progress.

2.
Changing the RxGain and TxGain settings in the Voice/Telco menu.

3.
Changing all Echo Cancellation and Voice Activity Detection (VAD) settings in the Voice/Algorithm menu.

Voice Command Menu XE "Voice Command Menu" 
This is the voice protocol’s main menu will lead you to all the other available menus for configuring voice ports. 
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Figure 10.17: Voice Command Menu

Port Configuration XE "Port Configuration" 
From the Voice Command Menu, you can access the following port configuration menus:

· Algorithms Command Menu,

· Telco Command Menu,

· Timers Command Menu,

· Miscellaneous Command Menu,

· Stats Command Menu.

Groups/Routes Menus XE "Groups/Routes Menus" 
You can also get to the following callgroups, routing and diagnostic menus from the main voice menu:

· Routes Command Menu,

· Frame Relay Command Menu,

· IP Command Menu,

· Call Log Command Menu,

· Group Status Command Menu.

Mode Command XE "Mode Command" 
This command lets you select the mode for the port. The available modes are:

· Online: The port is ready to accept calls.

· Busy: The port is disabled. Audible indication is provided as a fast busy tone.

· Silence: The port is disabled. There are no audible tones generated.

· DMW: The port is disabled. A Digital Milliwatt tone is sent towards subscriber for test purposes.

Setting the mode for anything other than online will prevent any voice calls to or from the port and will terminate any call in progress. To set the mode:

1.
Type mo and the mode (online, busy, silence, DMW), then press [enter].

The Algorithms Menu XE "The Algorithms Menu" 
The algorithms menu lets you setup the algorithms that compress voice or relay fax traffic.
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Figure 10.18: Compression Algorithm Command Menu

Vocoder XE "Vocoder" 
Vocoder Rate Command XE "Vocoder Rate Command" 
This command sets the maximum compression rates in bits per second that the voice port will use for voice compression. It can also limit the maximum allowable fax transfer rate, depending on the MaxRate setting. 

Note: For more information on the vocoder, refer to “Vocoder Rate Negotiation”. 

The rates are in two vocoder algorithm groups: E‑CELP and ITU. Normally the Athena Access will use compatible vocoders throughout the network. ITU rates correspond to the following ITU vocoder algorithms: 8 Kbps (G.729); 16 Kbps (G.728); and 32 Kbps (G.726). To set the rate:

1.
Type vr and the value, then press [enter].

Frame Packing Command XE "Frame Packing Command" 
This command configures the number of voice frames from a voice port will pack into a single frame relay packet. (For more information on frame packing, refer to the section “Frame Packing”.) To set the parameter:

1.
Type fp and the value (1 to 5), then press [enter].

Fax XE "Fax" 
Fax Mode Command XE "Fax Mode Command" 
This parameter controls the fax III operation and fax III nonstandard facilities operation for voice port.

To set the parameter:

1.
Type fm and on or off, then press [enter].

Fax NSF Command XE "Fax NSF Command" 
This parameter enables or disables nonstandard facilities. To set the parameter:

1.
Type fn and on or off, then press [enter].

Max Rate Command XE "Max Rate Command" 
This parameter determines the maximum rate of fax modulation for fax transfers which originated from this port. If you’ve set the maximum rate to VocRate, then the maximum rate will be set by the VocRate command. To set the maximum rate:

1.
Type mr and the rate (VocRate, 4800bps, 9600bps), then press [enter]. 

Echo Cancellation XE "Echo Cancellation" 
Echo Mode Command XE "Echo Mode Command" 
This parameter enables or disables echo cancellation. To set the parameter:

1.
Type ec and on or off, then press [enter].

Echo NLP Command XE "Echo NLP Command"  

This parameter enables or disables non‑linear processing. To set the parameter:

1.
Type en and on or off, then press [enter].

Echo TD Command XE "Echo TD Command" 
This parameter enables or disables 2100 Hz tone detection. To set the parameter:

1.
Type et and on or off, then press [enter].

Voice Activity Detection (VAD) XE "Voice Activity Detection (VAD)" 
VAD Mode Command XE "VAD Mode Command" 
This parameter determines the mode in which the VAD will operate. There are three modes:

· Adaptive: dynamically adjusts the threshold.

· Fixed: uses the value of the VAD Threshold parameter.

· Disabled: disables VAD detection.

To set the mode:

1.
Type vm and the mode, then press [enter].

VAD Threshold Command XE "VAD Threshold Command" 
This parameter selects the voice activity detection threshold when you have enabled VAD. To set this parameter:

1.
Type vt and the threshold, then press [enter].

VAD Hangover Command XE "VAD Hangover Command" 
This parameter selects the duration, in milliseconds, of silence before VAD suppression begins. This applies only if you enabled VAD. To set this parameter:

1.
Type vh and the duration, then press [enter].

The Telco Menu XE "The Telco Menu" 
The Telco Menu lets you configure Subscriber Interface Module (SIM) specific parameters. 
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Figure 10.19: Telco Command Menu

Common Settings XE "Common Settings" 
These settings are applicable to FXS, FXO, and E&M analog SIM types.

Receive Gain Command XE "Receive Gain Command" 
This parameter specifies audio gain towards the subscriber. The gain should be set consistently across the network. To set this parameter:

1.
Type rg and the gain (‑16 to 7), then press [enter].

[image: image23.wmf][image: image24.wmf]Performance: Actions you take can effect the performance of the unit. Understanding the issue at hand will allow for increased performance.

Transmit Gain Command XE "Transmit Gain Command" 
This parameter specifies audio gain from the subscriber. The unit may not recognize DTMF digits if the TxGain setting for the port is too high. The gain should be set consistently across the network. To set this parameter:

1.
Type tg and the gain (‑16 to 7), then press [enter].

[image: image25.wmf][image: image26.wmf]Performance: Actions you take can effect the performance of the unit. Understanding the issue at hand will allow for increased performance.

E&M Settings XE "E&M Settings" 
Set these commands the same as your PBX. If you do not know what they should be, check with your PBX.

E&M Type Command XE "E&M Type Command" 
This parameter selects the E&M type. To set this parameter:

1.
Type et and the type (1, 2 or 5), then press [enter].

E&M Wire Command XE "E&M Wire Command" 
This parameter selects 2 or 4‑wire operation. To set this parameter:

1.
Type ew and 2wire or 4wire, then press [enter].

Wink Mode Command XE "Wink Mode Command" 
This parameter sets the wink mode. To set this parameter:

1.
Type wm and immediate or wink, then press [enter].

FXS Settings XE "FXS Settings" 
Ring Pattern Command XE "Ring Pattern Command" 
This parameter selects a continuous ring or cadenced ring. The country you select in the Miscellaneous menu determines the cadence. To set this parameter:

1.
Type rp and the pattern (continuous or interrupted), then press [enter].

Ring Frequency Command XE "Ring Frequency Command" 
This parameter selects the ringing frequency. Set the ringing frequency to the ringing frequency expected by the attached telephony equipment, or as close as possible. Setting this improperly can result in the inability of your telephone to ring. To set this parameter:

1.
Type rf and the frequency (20, 25 or 50), then press [enter].

DTMF Settings XE "DTMF Settings" 
Use these commands to configure the DTMF settings for outpulsing from an FXO or E&M port. In normal usage, do not set the timer values to less than 40, which is equivalent to outpulsing 12.5 tones per second. Values of 0 will cause the unit to send no tones. The Dial Prefix will outpulse the DTMF digits prior to any translated number. The Digits Outpulsed display in the Stats/EventCount display shows all DTMF digits outpulsed from the port to the attached equipment. If this is correct but the attached equipment does not recognize the digits, then the OnTimer, TimerOff and Level settings may require adjusting.

On Timer Command XE "On Timer Command" 
This parameter configures period of a generated tone. To set this parameter:

1.
Type on and the period (0 to 32767), then press [enter].

Timer Off Command XE "Timer Off Command" 
This parameter configures silence period between generated tones. To set this parameter:

1.
Type to and the period (0 to 32767), then press [enter].

Level Command XE "Level Command" 
This parameter specifies level of each generated tone. To set this parameter:

1.
Type le and the level (7 to 31 in ‑dBm0), then press [enter].

The Call Processing Timer Menu XE "The Call Processing Timer Menu" 
The Call Processing Timer Menu lets you set the parameters for processing calls.
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Figure 10.20: Call Processing Timer Command Menu

General Timers XE "General Timers" 
Seize Detect Command XE "Seize Detect Command" 
This timer specifies the length of time required for the port to detect loop seizure. The maximum delay value should not significantly delay detection of port seizure. However, it can pose a problem for the equipment expecting dial tone right after application of loop seizure. If the problem originates with this type of equipment, reduce the Seize Detect timeout value. The Seize Detect counter in the Stats/EventCount display increases each time the unit detects loop seizure. To set this timer:

1.
Type sd and the value (1 to 500 in milliseconds.), then press [enter].

Answer Detect Command XE "Answer Detect Command" 
This timer sets the minimum duration to detect an answer. To set this timer:

1.
Type ad and the value (1 to 500 in milliseconds), then press [enter].

Disconnect Detect Command XE "Disconnect Detect Command" 
The Disconnect Detect timer specifies the amount of time a port requires to detect the loss of seizure on a line and send a RELEASE message to the network. A large value may not allow disconnection, if the off‑hook to on‑hook transition is immediately followed by another seizure. Though flash‑hook features are not supported, too small of a value may cause inadvertent disconnection for unsuspecting users attempting to invoke a flash‑hook feature. To set this timer:

1.
Type dd and the value (1 to 2000 in milliseconds.), then press [enter].

Warble Timeout Command XE "Warble Timeout Command" 
This timer sets the minimum duration to wait after disconnect before generating a warble. To set this timer:

1.
Type wt and the value (1 to 64000 in milliseconds.), then press [enter].

Glare Delay Command XE "Glare Delay Command" 
This timer sets the minimum duration of simultaneous seizure before the Athena Access recognizes it as glare. To set this timer:

1.
Type gd and the value (1 to 500 in milliseconds.), then press [enter].

E&M Wink Timers XE "E&M Wink Timers" 
Wink Detect Command XE "Wink Detect Command"  

This timer sets the duration for E&M to wait for detection of a wink. To set this timer:

1.
Type wd and the value (1 to 64000 in milliseconds.), then press [enter].

Wink Generation Command XE "Wink Generation Command" 
This timer sets the duration for E&M to wait after a seizure before generating a wink. To set this timer:

1.
Type wg and the value (1 to 64000 in milliseconds.), then press [enter].

Generation Period Command XE "Generation Period Command" 
This timer sets the duration for E&M to generate a wink. To set this timer:

1.
Type gp and the value (1 to 1000 in milliseconds.), then press [enter].

Dial Timer XE "Dial Timer" 
First Digit Command XE "First Digit Command"  

This timer sets the duration to wait for FXS/E&M to receive first dialed digit on detection of loop seizure. The Digits Detected display in the Stats/EventCount display indicates the received DTMF dialed digits that the port has recognized. If the first digit does not appear, digits are either not being recognized, or the port is not allowing sufficient time for the user to dial the first digit. If this timer is set too low, it will send a SETUP message without any dialed digit information. The DTMF digits may not be recognized if the TxGain setting for the port is too high. To set this timer:

1.
Type fd and the value (1 to 10000 in milliseconds.), then press [enter].

Inter Digit Command XE "Inter Digit Command" 
This timer sets the duration to wait for FXS/E&M to receive additional dialed digits on detecting the first dialed digit. If the unit recognizes the first digit, but not some or all subsequent dialed digits, the InterDigit timer may not be allowing sufficient time for the user to enter subsequent dialed digits. This results in a SETUP message with only partial dialed digit information. To set this timer:

1.
Type id and the value (1 to 10000 in milliseconds.), then press [enter].

Dial Start Command XE "Dial Start Command" 
This timer sets the duration to wait for FXO/E&M to start outpulsing digits on detection of a dialtone. To set this timer:

1.
Type ds and the value (1 to 64000 in milliseconds.), then press [enter].

Ring Timers XE "Ring Timers" 
No Answer Command XE "No Answer Command" 
This timer sets the duration for FXS to ring before terminating an unanswered call. If the timer is set too short, it may terminate a ringing cycle before it even starts. Make sure that the timer is long enough to allow at least one ring cycle. To set this timer:

1.
Type na and the value (1 to 64000 in milliseconds.), then press [enter].

On Detect Command XE "On Detect Command" 
This timer sets the duration for FXO to detect presence of ringing. A value too small will result in false detection. A value too large may not be consistent with the expected ringing “on” period of a ring cycle, and will result in no detection of a ring cycle. To set this timer:

1.
Type od and the value (1 to 64000 in milliseconds.), then press [enter].

Detect Off Command XE "Detect Off Command" 
This timer sets the duration for FXO to detect absence of ringing. To set this timer:

1.
Type do and the value (1 to 64000 in milliseconds.), then press [enter].

Miscellaneous Menu XE "Miscellaneous Menu" 
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Figure 10.21: Miscellaneous Command Menu

Auto Dial Command XE "Auto Dial Command" 
The Autodial command identifies the called address the Access will use in place of waiting for dialed digits. If you use Autodial, then on detection of seizure the unit will send a SETUP message immediately, without waiting for dialed digits. In this case, you won’t hear a dial tone. Valid entries are the same as for the Phone Number command. To set the address:

1.
Type ad and the number (none, or up to 20 digits), then press [enter].

Phone Number Command XE "Phone Number Command" 
The Phonenumber command identifies the calling address of the port as in the routing menu. You can enter up to 20 characters. Valid DTMF characters are:

· digits 0 to 9, 

· Letters a to d,

· Characters asterisk (*), pound (#), period (.), dash (‑) and brackets ( ) are allowable entries for display purposes. They contribute to the 20 character entry limit, but are not part of the phone number.

To set the parameter:

1.
Type pn and the number (up to 20 digits), then press [enter].

Dial Prefix Command XE "Dial Prefix Command" 
The Dialprefix command sets the sequence of digits outpulsed by an FXO or E&M port prior to outpulsing the translated called number to the subscriber. You can specify up to 20 characters. Valid DTMF characters are the same as for the Phone Number command. In addition, you can use the comma (,) or underscore (_) symbol to add 2 second pauses. The Stats/EventCount display indicates all DTMF digits outpulsed from the port.

To set the parameter:

1.
Type dp and the prefix (none, or up to 20 digits), then press [enter].

Country Command XE "Country Command" 
This parameter selects progress tones (dial, ringback, busy, fast busy, warble) appropriate for the country selected. 

The available countries are:

· Belgium
· France

· Sweden
· Switzerland

· Netherlands
· Norway

· North America
· United Kingdom

To set the parameter:

1.
Type co and the country (see list), then press [enter].

Frame Relay Menu XE "Frame Relay Menu" 
The frame relay menu provides the capability to create, delete, edit and list a summary of callgroups. Frame relay callgroups are records of the DLCI routes to other nodes that are used to carry voice traffic. You may create up to 64 callgroups.
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Figure 10.22: Voice Frame Relay Command Menu

Action Commands XE "Action Commands" 
Create Command XE "Create Command" 
This command takes you to the Frame Relay Callgroup Command Group Fields to create a new callgroup with default parameters. To go to the group fields:

1.
Type cr and press [enter].

The callgroup lets you configure the routes used to carry voice traffic to other nodes. 

The parameters to create a callgroup are:

· Name: Modifies the callgroup name Athena Access will use for route determination. It must be unique and 3 to 15 characters in length.

· NID: Specifies the IP address of the remote node. You must type the IP address in dotted format.

· Trunk: Selects the frame relay trunk number the callgroup will use.

· DLCI: Selects the DLCI from 16 to 991 the callgroup will use. 

· CP Channel: Selects the FRF.11 CID channel the Athena Access will use to carry call‑signaling information. Valid CIDs are 4 to 63.

· Payload Channel: Selects the CIDs (up to 30) used to carry voice calls. Valid CIDs lie in the range 4 to 63 and must not include the CP channel. 

Delete Command XE "Delete Command" 
This command deletes the specified callgroup. To delete a callgroup:

1.
Type de and the callgroup number or callgroup name, then press [enter]. 

Note: Deleting the callgroup will immediately terminate active calls using the callgroup.

Edit Command XE "Edit Command" 
This command edits the specified callgroup. To edit a callgroup:

1.
Type ed followed by a callgroup number or callgroup name, then press [enter].

Note: Changing the frame relay trunk, DLCI, cp channel or payload channels will terminate active calls using the callgroup when you quit the menu.

Next Page Command XE "Next Page Command" 
This command will appear on the menu if you create more callgroups than can fit on one page. To see the next page of callgroups: 

1.
Type ne and press [enter].

Show Command

This command displays a summary of a specific callgroup’s parameters. To see the display:

1.
Type sh and a callgroup’s number or name, then press [enter].

Summary Command XE "Summary Command" 
This command displays a summary of the callgroups and their parameters. To see the display:

1.
Type su and press [enter].

Frame Relay Groups XE "Frame Relay Groups" 
This part of the menu displays the names and numbers of all the callgroups on the node.

IP Menu XE "Frame Relay Menu" 
The IP Command Menu gives you the capability to create, delete, edit and list a summary of callgroups. IP callgroups are records of the routes to other nodes that carry voice traffic. You can create up to 64 callgroups.
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Figure 10.23: IP Command Menu

Action Commands XE "Action Commands" 
Create Command XE "Create Command" 
This command takes you to the IP Callgroup Command Group Fields to create a new callgroup with default parameters. To go to the group fields:

1.
Type cr and press [enter].

The callgroup lets you configure the routes used to carry voice traffic to other nodes. 

The parameters to create a callgroup are:

· Name: Modifies the callgroup name Athena Access will use for route determination. It must be unique and 3 to 15 characters in length.

· NID: Specifies the IP address of the remote node. You must type the IP address in dotted format.

· Channels: Selects the maximum number of voice calls that may be active over the IP callgroup. 

Note: If the remote node connected to by the callgroup is a Nuera F-Series voice FRAD, the channels parameter must be set to its maximum value of 28.

Delete Command XE "Delete Command" 
This command deletes the specified callgroup. To delete a callgroup:

1.
Type de and the callgroup number or callgroup name, then press [enter]. 

Note: Deleting the callgroup will immediately terminate active calls using the callgroup.

Edit Command XE "Edit Command" 
This command edits the specified callgroup. To edit a callgroup:

1.
Type ed followed by a callgroup number or callgroup name, then press [enter].

Note: Changing the number of channels will terminate active calls using the callgroup when you quit the menu.

Next Page Command XE "Next Page Command" 
This command will appear on the menu if you create more callgroups than can fit on one page. To see the next page of callgroups: 

1.
Type ne and press [enter].

Show Command XE "Show Command" 
This command displays a summary of a specific callgroup’s parameters. To see the display:

1.
Type sh and a callgroup’s number or name, then press [enter].

Summary Command XE "Summary Command" 
This command displays a summary of the callgroups and their parameters. To see the display:

1.
Type su and press [enter].

IP Groups XE "Frame Relay Groups" 
This part of the menu displays the names and numbers of all the callgroups on the node.

Routing Menu XE "Routing Menu" 
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 XE "Routing Menu" 
Figure 10.24: Voice Routing Command Menu

Action Commands XE "Action Commands" 
Create Command XE "Create Command" 
This command creates entries on the call routing menu that the Athena Access will use to identify specific telephone calls and direct them to local ports and frame relay. Both the called and calling addresses must match. The Athena Access uses the translations to form the outgoing addresses and places the call through exit routes 1 to 6 in order.

The parameters you will need to configure are:

· Called: A string used to match the dialed address entered by the user.

· Calling: A string used to match the calling (i.e. source/port) address.

· Transcalled: A string used to build the forwarded called address.

· Transcalling: A string used to build the forwarded calling address.

· Route 1 to 6: The name of the IP or frame relay route used to forward the call, or port number to connect.

· Abandon Changes: Abandon changes and leave the routing unchanged.

· Show: Redisplay the routing you are currently editing.

Allowable characters for called/calling address strings are:

· 0 to 9, * and # are valid dialed characters from a voice port.

· The $ sign is a wildcard that matches a single digit in the range 0 to 9.

· The & sign is a wildcard that matches a single digit in the range 0 to 9, a * or a #.

· The + is a wildcard that matches any one or more sequence of digits.

· Square brackets [ ] denote a digit range, e.g., [3 to 5] matches 3, 4 or 5.

· The ~ goes before a range to match on characters excluded from the range, e.g., ~[3 to 5] matches on digits 0, 1, 2, 6, 7, 8 and 9.

· Brackets { } denote that the characters enclosed form tagged fields in address translations. Both the called and calling address may have tagged fields. You can have up to seven tagged fields in each address.

· Allowable characters for address translations are 0 to 9, dX and/or sX (X is the tag number in the destination/source addresses).

To create an entry:

1.
Type cr, and the attributes, then press [enter].

Delete Command

This command deletes the specified routing table entry. To delete an entry:

1.
Type de and the routing table entry number, then press [enter]. 

Edit Command

This command edits the specified routing table entry. To edit an entry:

1.
Type ed followed by the entry number, then press [enter].

Next Page Command

This command will appear on the menu if you create more entries than the summary display on one page. To see the next page of entries: 

1.
Type ne and press [enter].

Call Routes XE "Call Routes" 
This part of the menu displays the name and port number of all the all routes on the node.

Stats Command Menu XE "Stats Command Menu" 
The Stats Command Menu provides you with access to the stats available for the voice protocol.
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Figure 10.25: Voice Stats Command Menu
Stats XE "Stats" 
Current Status XE "Current Status" 
This command displays the current status of the following parameters. 

Mode: Displays the current Mode status of the port as either Online or Offline. If the port is Offline, the remaining status display does not appear.

Negotiated Vocoder and Negotiated Rate: When there is no current call in progress, these parameters reflect the configured Vocoder and Rate. When there is a call in progress, the actual negotiated vocoder and rate are specified. These will be the same as the vocoder and rate displayed in the call log.

Suite: This parameter indicates the suite of compression algorithms available. The available vocoders will be all vocoders belonging to the ECELP or ITU suite, as determined by the configured Vococer Rate setting in the Algorithms menu. An exception is the ITU g726 algorithm menu which will always be available to allow completion of a call between two incompatible vocoder suites.

Voice Sample Size, Frame Packing, Frame Size, and Introduced Latency: These status parameters describe how voice samples are packed into IP or frame relay frames and the corresponding latency introduced by the process.

Modulation Type, Modulation, Demodulation, and Fax Control Field: These status parameters are applicable only to Fax Relay. They are valid only when Modulation Type is active. Modulation and Demodulation will indicate the current rate. The rates are displayed only during the time that Modulation or Demodulation is being performed by the port.

Echo Cancellation: This parameter reflects the current configured state of Echo Cancellation for this port.

Signaling: Indicates the current hook status for this port.

To see this stat:

1.
Type cs and press [enter]. 
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Figure 10.26: Current Status Display

Show Packets XE "Show Packets" 
The Show Packets display displays packet activity for this port. Transmitted counts indicate packet transmitted to the network. Received counts indicate packets received from the network. The lost packet counts provide an estimate of lost packets based on comparisons of counts from both ends of a call.

The Firmware Packet provide indications of processor and buffer overflows. Excessive count values may be related to excessive jitter on the packet network.

To see the this stat:

1.
Type sp and press [enter].
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Figure 10.27: Show Packets Display

Event Count XE "Event Count" 
The Event Count display provides event specific information for a particular port. The event counters associated with the Call Messages display indicate the totals of each type of call message transmitted towards the network as well as call messages received by the network. Real time message activity may be viewed with the CallLog display.

The release counts associated with the display of received release indicate the counts for each type of release cause received. The totals of these causes should match the total of release messages received.

The DTMF and Seize Counts displays each time a port seizure is detected, the Seize Detect counter will increase. Each time a seizure is generated from the port, the Seize Applied counter will increase.

The Digits Detected display provides a display of digits detected on the last call attempt. Each time the Seize Detect counter increases to indicate detection of seizure, a new sequence of DTMF digits detected will appear if any are detected by the port. If no digits are detected, no update will occur. and any displayed digits (from a previous call for example) will remain in the display unless the First Digit timeout expires prior to going on‑hook. If the First Digit timeout expires, the display of digits detected will be cleared.

The Digits Outpulsed display indicates the DTMF digits outpulsed from the port on the last call attempt.

To see the this stat:

1.
Type ec and press [enter].
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Figure 10.28: Event Count Display 

Physical XE "Physical" 
This display provides voice firmware and module hardware information for a particular port. The DVM and SIM hardware information provided by this display will be identical to both ports which are associated with the particular DVM and SIM being displayed. The firmware displayed will be the same for all ports.

To see this stat:

1.
Type ph and press [enter].
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Figure 10.29: Physical Status Display

Clear Counts XE "Clear Counts" 
This command clears counters in Show Packets and Event Count displays. To clear the counts:

1.
Type cc and press [enter].

Group Status Menu XE "Call Logging Menu" 
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Figure 10.30: Group Status Display

Callgroup Name and Status XE "Call Routes" 
The Group Status Menu displays the status of the IP and frame relay callgroup channels and the ports. 

For each IP or frame relay callgroup the menu displays how many there are of the following items:

· channels, 

· channels free, 

· channels called, 

· channels calling,

· channels down.

The menu displays one of the following status statements for each port:

· Offline, 

· Online - No call, 

· Online - Call in progress,

· Online - Call is being made.

Action Commands XE "Action Commands" 
Next Page Command

This command will appear on the menu if you create more entries than the summary display on one page. To see the next page of entries: 

1.
Type ne and press [enter].

Show Command

This command refreshes the menu. 

1.
Type sh and press [enter].

Voice Ping Command XE "Voice Ping Command" 
Voice pinging a remote node yields information about the round trip time (RTT) to that node. This is useful information in assessing the quality of the network route.  The Voice ping utility is similar in nature to the IP ping utility, but operates over Frame Relay links as well as IP links.

The Ping command will send a number of ping test packets to the remote node and measure the RTT for each packet. After the node sends the last packet it will display the minimum, maximum and average RTT. You can optionally specify the ping count in a range from 1 to 50000. 

         Ping Echo Results Display

Ping to FR1, count 10

Echo reply from FR1, sequence 1, time 2 ms

Echo reply from FR1, sequence 2, time 2 ms

Echo reply from FR1, sequence 3, time 2 ms

Echo reply from FR1, sequence 4, time 2 ms

Echo reply from FR1, sequence 5, time 1 ms

Echo reply from FR1, sequence 6, time 2 ms

Echo reply from FR1, sequence 7, time 2 ms

Echo reply from FR1, sequence 8, time 2 ms

Echo reply from FR1, sequence 9, time 2 ms

Echo reply from FR1, sequence 10, time 2 ms

Ping results for FR1, packets transmitted 10, received 10

Minimum 1 ms, Maximum 2 ms, Average 1.90 ms

You can ping an IP or frame relay callgroup, in which case the ping will cross a single hop. You can also ping a port, measuring the end-to-end RTT to the remote node that the port has called. A useful tactic is to start the ping on a port using a very large ping count and then call various destinations from the port. The command will display the RTT to each destination while the call is in progress and “no response” at all other times.

To ping a callgroup or port:

1.
Type pi, the callgroup or port name, an optional count, then press [enter].

Note: Nuera F-Series FRADs do not respond to Ping packets and will cause a "no response" message to be displayed if they are pinged, even if a call is successfully placed.

Voice Trace Command XE "Voice Trace Command" 
Voice tracing a remote node tells you the path of voice nodes the call is passing through and the (RTT) to each node. This is useful information in assessing where to find delays in the network. The Voice trace utility is similar in nature to the IP trace utility, but operates over Frame Relay links as well as IP links.

Example: In the following trace example the first hop is 3 ms, the second hop is 94 ms and the third hop (to the final destination) is 6 ms. The majority of delay in the network is through the second hop.

Trace Results Display

Trace will run for next 3 seconds...

Echo reply from 199.85.24.12 after 3 ms

Echo reply from 198.42.6.86 after 97 ms

Echo reply from 200.23.42.1 after 103 ms

3 hops replied

To trace a port call:

1.
Type tr and a port name, then press [enter].

Note: Nuera F-Series FRADs do not respond to Voice trace packets and will block the tracing of calls through them.

Call Logging Menu XE "Call Logging Menu" 
The Call Logging Menu displays call progress information and route activations. You can use the call logging package to determine why your calls are not being placed and why your network routes are not activating properly. 

Running the call log with all options on provides you with the most information. Call setups are provided with the:

· original requested vocoder and rate to aid you in resolving negotiation problems,

· original called and calling addresses,

· if and which routing matched the addresses,

· the routing translation string,

· the final routing addresses forwarded,

· the next route used to forward the setup on.
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Figure 10.31: Voice Call Logging Menu
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Figure 10.32: Voice Call Logging Display example

Display Settings XE "Display Settings" 
Time Stamps XE "Time Stamps" 
This parameter lets you display a timestamp before each event. The hour, minute and second at which the event occurred are displayed as well as the time in milliseconds since the previous event. To set this parameter:

1.
Type ts and on or off, then press [enter].

Connects XE "Connects" 
This parameter lets you display connect messages. A Connect message indicates that the remote FRAD is ringing the phone. Connect messages include the negotiated vocoder algorithm. To set this parameter:

1.
Type co and on or off, then press [enter].

Answers XE "Answers" 
This parameter lets you display answer messages. An answer message indicates that the called party has lifted the hook. To set this parameter:

1.
Type an and on or off, then press [enter].

Releases XE "Releases" 
This parameter lets you display release messages. Release messages indicate call termination or refusal. A cause code is displayed with the release. To set this parameter:

1.
Type re and on or off, then press [enter].

Stat Packets XE "Stat Packets" 
This parameter lets you display stat packets. Stat packets indicate network stats collection. To set this parameter:

1.
Type sp and on or off, then press [enter].

Addresses XE "Addresses" 
This parameter displays called and calling addresses in setup packets. To set this parameter:

1.
Type ad and on or off, then press [enter].

Routes Chosen XE "Routes Chosen" 
This parameter displays the route on which the Access is attempting to forward the call. To set this parameter:

1.
Type rc and on or off, then press [enter].

Vocoders XE "Vocoders" 
This parameter displays requested and negotiated vocoders and rates. To set this parameter:

1.
Type vo and on or off, then press [enter].

Port Activation Command XE "Port Activation Command" 
This parameter displays port activations and de‑activations. To set this parameter:

1.
Type pa and on or off, then press [enter].

Route Activation XE "Route Activation" 
This parameter displays network route activations and de‑activations. It is useful to look for these messages when you suspect that the network may be periodically dropping and raising your connections. To set this parameter:

1.
Type ra and on or off, then press [enter].

All Flags XE "All Flags" 
This parameter turns all flags on or off. To set this parameter:

1.
Type af and on or off, then press [enter].

Start Log XE "Start Log" 
This command starts the log. To start the log:

1.
Type sl and press [enter]. 

To stop the log:

1.
Press [enter].

Troubleshooting XE "Voice Troubleshooting" 
Voice Port Problems XE "Voice Port Problems" 

 XE "Voice Port Problems" 
Voice port problems in this section are organized by the type of port. The Call‑Log feature described in the Call Logging Menu section can be very useful in aiding in the problem determination process.

Before attempting to solve any port problem, ensure the port is online, and the LED indicator associated with the voice port is green. 

Another useful tactic is to determine if the problem is with a single port or all ports. If the problem is with only a single port, it may be the telephone (or wiring) on that port or the incorrect configuration of that port. Sometimes you can easily correct the configuration by comparing the configuration parameters of a working and non‑working port.
FXS Port Problems XE "FXS Port Problems" 
Problem One

You can’t hear anything when you pick up the phone.

Is the port detecting off‑hook (seizure) from the telephone? 

Use the Status menu EventCount command to determine if the Seize Detect counter increases each time a caller takes the phone off the hook. If it does not, then the port is unable to recognize seizure. This problem can be the result of a wiring problem, a broken telephone, or a broken port. As a quick check of the port hardware, attempt to detect seizure on another port.

Problem Two

You can hear dial tone when you pick up the phone but dialing digits does not result in the removal of the dial tone.

The port is incapable of detecting dialed digits. Is your TxGain set too high? If the TxGain is set too high, the port may be distorting the DTMF digits received to the point where it cannot properly detect them.

Problem Three

· You can hear dial tone when you pick up the phone but it quickly changes to a busy tone prior to any dialing. 

· You hear a busy tone prior to any dialing.

· The call routes without any dialing.

Have you configured your FirstDigit timer properly? 

When you lift the phone from the hook, the port starts a timer. After the number of seconds you set with the FirstDigit command pass, the port will place a telephone call using whatever digits you have entered at that point. If this value is too small the node will place a call with an incomplete telephone number and receive a busy signal.

Have you turned on your AutoDial parameter? 

If so the port will place a call immediately after detecting a seizure, without waiting for dialed digits. 

Note: The Digits Detected display in the EventCount display indicates the received DTMF dialed digits that the port has recognized.
Problem Four

· You can hear dial tone when you pick up the phone but it quickly changes to a busy tone after you enter your first digit.

· Sometimes your calls go through and sometimes they don’t.

Have you properly configured your InterDigit timer?

When you enter your first digit, the port starts a timer. After the number of seconds you set in the InterDigit timer pass, the port will place a telephone call with whatever digits you have entered. If this value is too small the node will place a call with an incomplete telephone number and receive a busy signal.

Is your TxGain set too high? 

If the TxGain is set too high the node may be distorting the DTMF digits to the point where it cannot properly detect them.

Problem Five

Your FAX machine (or Computer FAX card) does not get a call out properly even though you can hear dial tone from the FRAD through it.

Are your FirstDigit and Seize Detect timers configured properly? The Seize Detect timer specifies the length of time required for the port to detect loop seizure. 

The maximum delay value should not significantly delay detection of port seizure. However, it can pose a problem for the automatic dialers on attached Modem or Fax equipment expecting dial tone very soon after application of loop seizure. If the problem occurs try reducing the Seize Detect timeout value. 

Problem Six

You hang up after a call and quickly lift the hook, but the old call still seems to be going on. 

Have you properly configured your Disconnect Detect timer? 

This timer specifies the amount of time required for a port to detect loss of seizure on a line before dropping the call. A large value may not allow disconnection, if the another seizure immediately follows the off‑hook to on‑hook transition. 

Problem Seven

Sometimes when I am in the middle of a call, everything suddenly goes silent followed sometime later by a warble tone.

This will happen for a number of reasons:

· The other party hangs up.

· The network connection fails or management staff re‑initialize it.

· Management staff are configuring the callgroup trunk, DLCI or CIDs (this will terminate active voice calls). 

Note: If you want the phone to generate the busy phone immediately on a remote disconnection, set the WarbleTimeout parameter to a lower value than the default 10 seconds.

Problem Eight

You can call out from your telephone but it rings improperly or not at all, even though someone calling you hears the ringing pattern in their phone.

Chances are you have a very old phone that actually uses mechanical bells to make a ringing sound. These phones require more than the (1 ringer equivalent) current the FRAD can supply. Try replacing the phone with one that works on another FRAD port.

Have you properly configured your Telco menu RingFrequency and RingPattern parameters?
 Problem Nine

When someone calls you, your telephone does not ring long enough for you to answer it.

Have you properly configured your NoAnswer timer? 

The phone will only ring for the duration of this timer. If the timer is set too short, it can terminate a ringing cycle before it even starts. Make sure the timer is long enough to allow at least one ring cycle.

FXO Port Problems XE "FXO Port Problems" 
While FXS ports require little configuration before use, FXO ports require a number of configuration parameters. These parameters are:

· Timer menu OnDetect, DetectOff and DialStart parameters,

· Telco menu OnTimer, TimerOff and Level parameters and

· Miscellaneous menu AutoDial and DialPrefix parameters.

The following problems read as if the FXO port connects to a telephone network line. It applies equally well if the FXO port instead connects to a PBX.

Problem One

My FXO is not detecting ringing. I know the line is ringing because I can connect a telephone to it and answer the call. 

Have you properly configured your OnDetect parameter? 

The OnDetect and DetectOff timers must be compatible with the ringing cadence the port is receiving.

Note: Determine whether the FXO port is detecting ringing by inspecting the Status menu Event Count statistics. The seize-applied counter increases for every incoming call your FXO port answers by seizing the line.

 Problem Two

When I dial through the network to the line connected to my FXO, I receive a disconnection and busy signal without hearing any ringing. 

Have you properly configured your AutoDial parameter?

This parameter controls the telephone number the port uses for routing the call after the FXO line seizes. If this number is incorrect or the destination is busy, the port will hang up the call.

Note: Use the call-logging package to watch an incoming call at the FXO port and determine the number used.

Problem Three

When I dial through the telephone network to the line connected to my FXO, I get another dial tone. 

Have you programmed an AutoDial at the FXO port that forwards the call to a PBX port? 

In this case, you will hear the call progress tones from the PBX. 

Problem Four

Some of my calls from the telephone network to the FXO port get through and some don’t. 

Have you installed two or more lines and asked the phone company to treat them as a rotary? If so, ensure each port has the same configuration and the same AutoDial configured. 

Problem Five

I can’t get the FXO to dial out to the telephone network successfully. 

Place a call from a telephone on the packet network that will go out the FXO port. Use the call log to ensure that the packet network call is routing to the FXO port.

Inspect the Stats menu’s Event Count statistics. You should see the seize applied statistic increase for each call attempt.

Do you have the Dial Start parameter configured correctly? 

After the FXO port seizes the line, it will wait for a dial tone from the telephone network. It then waits for the number of milliseconds set in the Dial Start before starting to send digits. If this parameter is too short, the telephone network may still not be ready to receive the digits that the FXO will outpulse.

Is the final number in the log correct? 

If this number was incorrect when it came from the source telephone or translated incorrectly, the telephone network will not accept it. You may have failed to remove the prefix digit used to get an outside line from the number.

Do you have the Dial Prefix parameter configured correctly? 

This parameter dials digits and adds pauses before dialing the number shown in the call log display. The entire dialed number will be wrong if the Dial Prefix is incorrect.

Have you properly configured the Telco menu On Timer, Timer Off and Level parameters for your telephone network? 

After the FXO port detects the telephone network dial tone it will begin to outpulse the digits as DTMF tones. The parameters above configure the period of tones, the time between tones and the signal level of the tones. Ensure that these are correct for you network.

E&M Port Problems XE "E&M Port Problems" 
E&M ports require a number of configuration parameters to be correctly set before use. These are:

· Timer menu SeizeDetect, WinkGeneration, GenerationPeriod, WinkDetect, FirstDigit, InterDigit, DisconnectDetect, WarbleTimeout, DialStart, NoAnswer and AnswerDetect parameters,

· Telco menu OnTimer, TimerOff and Level parameters and

· Miscellaneous menu DialPrefix parameters.

The process of establishing an E&M call between two remotely connected PBXs involves two phases, getting the FRAD to accept the call from the originating PBX and getting the destination PBX to accept the call from the forwarding PBX. Problems 1 and 3 represent these two phases.

Problem 2 deals with difficulties in disconnecting an established E&M call to a PBX. Problem 4 deals with difficulties in recognizing and terminating a failed call attempt to a PBX. 

Problem One

I can’t get the FRAD to accept my E&M call from my PBX. 

Place a call from another telephone on the PBX that will use the E&M port.

Inspect the Stats menu’s Event Count statistics. You should see the seize detect statistic increase for each call attempt from the PBX.

Do you have the Em Type and Em Wire parameters configured correctly?

The FRAD E&M port cannot understand the PBX’s signaling if these parameters are not correct.

Do you have the Seize Detect parameter configured correctly? 

The E&M port will wait for the time set in the Seize Detect parameter before recognizing a seizure by the PBX and starting to wink. If this parameter is too low, the PBX may not be ready for the port’s wink.

Have you programmed the PBX to wait for wink? 

If the PBX does wait for wink and the E&M port winks then the port will miss the PBX’s digits when it sends them.

If both the PBX and the port use wink, do you have the Wink Generation and Generation Period parameters configured correctly? 

After the PBX seizes the line, it will wait for a wink signal from the port. The port will wait Wink Generation milliseconds before sending a wink of Generation Period milliseconds. If these parameters improperly set then the PBX will miss the port’s wink and will not forward digits as tones.

If port seizure and winking are occurring properly, the PBX will forward digits as DTMF tones. Run the call log during a call attempt.

Have you properly configured your First Digit timer? 

After seizure, the port starts a timer. After the time you programmed into the First Digit timer passes, the port will place a telephone call with the digits you have entered to that point. If this value is too small the port will place a call with an incomplete telephone number and receive a busy.

Have you properly configured your Auto Dial parameter?

If so the port will place a call immediately on detection of a seizure, without waiting for dialed digits. Turn the Auto Dial off.

Have you properly configured your Inter Digit timer? 

When the port receives the first digit from the PBX, it starts a timer. After the time you programmed into the Inter Digit timer passes, the port will place a telephone call with whatever digits you have entered to that point. It is quite normal for Inter Digit to be set to a low value on PBX ports. But do not set Inter Digit lower than the time the PBX waits between tones or the port will place a call with an incomplete telephone number.

Is your Transmit Gain set too high? 

If the Transmit Gain is too high the node may distort the DTMF digits to the point where it cannot recognize them.

If the above parameters are correct, you will see the port place a call into the data network using the digits supplied from the PBX.

Problem Two

· The PBX to E&M port connection is always unusable for a short while after a call ends.

· Sometimes I wind up connecting to someone in our other office that is just ending a call.

· Sometimes I wind up calling and immediately receive a warble tone.

Chances are the PBX and E&M ports are not properly signaling each other that the last call is over.

If the E&M port wishes to drop the PBX call because the remote party has either hung up or is not available, it will go on-hook. If the PBX does not detect this the E&M port will wait for the milliseconds programmed into the Warble Timeout then generate a warble tone.

These problems can happen if the Disconnect Detect parameter is too high or the PBX waits too short a time before re‑seizing the line after dropping a call.

Problem Three

I can’t get the PBX to accept an E&M call from my FRAD. 

Place a call from another telephone on the FRAD or from a remote PBX that will use the E&M port in question.

Inspect the Status menu’s Event Count statistics. You should see the seize applied statistic increase for each call attempt to the PBX.

Do you have the EmType and EmWire parameters configured correctly?

The FRAD E&M port cannot understand the signaling of the PBX if these parameters are not correct.

Is the PBX programmed to wink? 

If the PBX does not wink and the E&M port is programmed to wink, the port will not be able to complete the call by sending digits to the PBX.

If both the PBX and the port use wink, do you have the WinkDetect parameter configured correctly? 

After the E&M port seizes the line, it will wait for a wink response from the PBX. If the Wink Detect parameter is too short, the E&M port will miss the PBX’s wink and will not forward digits as tones.

If port seizure and winking are occurring properly, the port will forward digits as DTMF tones. Run the call log during a call attempt.

Do you have the Dial Start parameter configured correctly? 

After the E&M port seizes the line, it will wait for a dial tone from the PBX. It then waits for the time you set in the Dial Start before starting to send digits. If the Dial Start is too short the PBX may still not be ready to receive the digits that the port will outpulse.

Are the Telco menu OnTimer, TimerOff and Level parameters configured correctly for your telephone network? 

After the E&M port detects the PBX dial tone it will begins to outpulse the digits of the called number as DTMF tones. The above parameters configure the period of tones, the time between tones and the signal level of the tones. Ensure that these are correct for your PBX.

If the above parameters are correct, the PBX will accept the call from the port and call the destination telephone.

Problem Four

When someone (using the data network) calls you, your telephone does not ring long enough for you to answer it.

Is the E&M port No Answer timer configured properly? 

The port will wait only as long as the duration of this timer for the PBX to indicate that the destination telephone has answered.

Frame Relay Problems XE "Frame Relay Problems" 
Problem One

You can’t get calls to go over frame relay.

Can you make a call between the local ports on your node? 

If not you may have a port problem or a call routing problem (see the following section on Call Routing Problems).

If port-to-port calls work fine, your problem might still be one of routing. Use the Group Status Menu to determine if the appropriate frame relay callgroup has all of its channels free (and not down)? If the channels are down see Problem 2. 

If the frame relay callgroup is connected place a telephone call. Does the log report that the SETUP uses the routing entry you would expect? Are the translated addresses what you would expect? If not, see the section on Call Routing Problems.

If the SETUP is using the right routing, has the right addresses and is taking the right frame relay route then determine which of the following descriptions most closely match the log results.

I get a RELEASE from the other side.
Examine the release cause.

Nothing happens and then I get a busy tone. I see a RELEASE message but it comes from the port I am dialing on.
The most likely cause of the problem is that the other node is not turned on or does not have frame relay correctly configured. Another cause is that you are forwarding the SETUP on an invalid CID. Call the other node, turn on call logging in that node and place the call once again.

I seem to get a lot of call SETUPs followed by a lot of RELEASEs.
You have a call spiral, see section Call Routing Problems section Problem 6 description. 

Problem Two

Can’t get frame relay callgroup to connect.

Is the trunk and DLCI available? 

The callgroup will not connect if the configured trunk is not loaded with frame relay. Does another protocol (such as IP) use the DLCI. Is the DLCI properly configured for FRF.11?

Problem Three

Frame relay callgroup connects, but not all the CIDs come up.

Another protocol or Voice callgroup must also be using the CID. Re‑configure the node so that the CIDs are used uniquely.
Problem Four

Can sometimes place a call and it goes through, but not always.

Do the FRF.11 CIDs in the callgroups on either side of the network match? 

If one side of the network is configured with a higher CID range it will forward SETUPs on CIDs that the other side cannot receive (the call log indicates this when SETUPs arrive on invalid CIDs).

Is the callgroup contending with IP or another callgroup for the same CIDs?

Problem Five

Can’t place a call for about a minute after the node is rebooted.

This is a normal and unavoidable effect of frame relay. The node must poll the network a number of times before the network will raise the DLCI.

Problem Six

When I place a call I can get the other phone to ring, but then I don’t hear anything from it. My phone rings, but when I pick it up I don’t hear anything from the other side.

Are the Network IDs of the callgroups in both nodes configured properly? In fact, if the node receiving the call SETUP detects such a configuration error it will warn you about it in the call log. 

Problem Seven

Sometimes when I am in the middle of a call, the other persons voice goes all funny. Sometimes it comes back and sometimes it doesn’t.

If the voice callgroup used by the call is sharing a DLCI with other traffic sources, is fragmentation enabled on the DLCI?

Is another traffic source (e.g. X.25 over Frame, an SDLC tFRAD DLCI, another DLCI from a concentrator trunk) using an non‑fragmenting DLCI on that trunk?

Is the Frame Relay trunk speed and CIR high enough to support the number of voice calls you wish to sustain? (See problem 9). Perform an end-to-end ping of the port holding the call and determine if the RTT is excessive.

Ensure that all traffic on the trunk uses fragmentation.

Problem Eight

Sometimes when I am in the middle of a call, everything suddenly goes silent and 10 seconds later I get a busy tone.

This will happen for a number of reasons, namely:

· The other party has hung up.

· The frame relay network connection has failed or management staff have re‑initialized the frame relay trunk.

· Management staff are configuring the callgroup trunk, DLCI or CIDs. This will terminate active voice calls. 

Problem Nine

When in the middle of a call, there is sometimes an annoying buzz to the words I hear from the other person. It is always much worse at a certain time of the day.

Chances are, you are experiencing the effects of increased latency in the network as it gets busier. Possible resolutions are to:

· Set frame packing to a higher value.

· Increase the CIR of the DLCI used to carry voice.

· Reduce the CIR granted to other traffic sources.

· Increase the trunk speed used to access the network if possible.

Perform an end-to-end ping of the port holding the call and determine if the RTT is excessive.

Call Routing Problems XE "Call Routing Problems" 
Problem One

I can’t get a call routed.

When you lift the phone off the hook do you hear a dial tone? If not you may have a port problem. 

Turn on the call log and place the call again. If the log reports that there is “No Routing Match on calling address” then go to the Problem 2 description.

If the log reports that there is “No Routing Match on called address” then go to the Problem 3 description.

If the log reports that “This routing does not have configured Route(s)...” then go to the Problem 4 description.

Problem Two

Is the source phone number configured properly?

Both the calling number (provided by the Phone Number parameter in the Voice Miscellaneous Parameters menu) and the called number must match at least one routing in order for a call to be placed.

Problem Three

Is the destination phone number matching properly?

If your call log indicates that there is “No Routing Match on called address” your call cannot be routed. Chances are, the number you are dialing:

· Does not have enough digits.

· Has too many digits.

· Mismatches all of the currently configured routings.

Problem Four

I have a certain number that cannot be routed.

If your call log indicates that “This routing does not have configured Route(s)...” the routing does not have a way to forward the call. Note that failing to enter exit routes for a routing is a good way to cause certain numbers to be trapped and refused, and may be been deliberately configured by the planner.
Problem Five

My call SETUP seems to get forwarded down the route I want but always is RELEASED at the other side.

If the call log at the next node indicates that it has the correct routings, then inspect the called and calling addresses that are forwarded. Perhaps the address translation fields are not providing the intended translated addresses.

Problem Six

· When I call a certain address I seem to have a big delay and then I get a busy signal. 

· When I call a certain address it seems to take much longer than usual to get the call through and there is a big delay in the other person’s speech. There may be a bad echo. 

· My call log tells me that my call ends in a RELEASE with “Max Hops Exceeded”.

These problems are symptomatic of a situation in which two nodes are programmed to forward the same address to each other. Once one of the nodes sees a call with that address a call SETUP can keep going between the two nodes, consuming all the available payload CIDs.

The RELEASE with “Max Hops Exceeded” message can also signal that your call passed through 10 nodes before it reached the destination. This is the maximum number of allowable hops before routing termination.

You can determine the number of hops required for a particular call by performing a trace of the port holding the call. 

Example of Voice Configuration XE "Voice Configuration Example" 
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Figure 10.33: Example of a three FRAD network

The above diagram shows a three FRAD network, each having four ports. The calling plan associates numbers starting with one to the central site and those starting with two and three the remote sites.

Your first step in constructing this network would be to install the nodes and configure the IP addresses. We will assign IP addresses of 198.1.1.1, 198.1.1.2 and 198.1.1.3 to the three sites. Assign these addresses to the node in the NMP configuration menu.

The next step is to assign DLCI numbers to the three trunks. The central site will require two DLCIs to be assigned while each of the remote sites will require a single DLCI. Create the DLCIs as type FRF.11. 

Enter the voice menu of each node and activate voice port 5 by typing: mode online [enter].

Activate ports 6 7 and 8 as well. 

Assign the following Frame Relay callgroups at the given sites:

Site
Name
NID
Trunk
DLCI
CP
Payloads

Central
Remote2
198.1.1.2
1
16
4
5, 6, 7, 8

Central
Remote3
198.1.1.3
1
17
4
5, 6, 7, 8

Remote2
Central
198.1.1.1
1
16
4
5, 6, 7, 8

Remote3
Central
198.1.1.1
1
16
4
5, 6, 7, 8

In practice you would edit the IP addresses or DLCI numbers as appropriate.

Assign the following routings at the various sites: 

Site
Telephone Number
Port or Frame Relay Callgroup

Central
{1$$}
port5, port6, port7, port8

Central
{2$$}
Remote2

Central
{3$$}
Remote3

Remote2
{201}
port5

Remote2
{202}
port6

Remote2
{203}
port7

Remote2
{204}
port8

Remote2
{$$$}
Central

Remote3
{301}
port5

Remote3
{302}
port6

Remote3
{303}
port7

Remote3
{304}
port8

Remote3
{$$$}
Central

These routing will allow any of the ports to call each other, assuming that the PABX is properly programmed.

You can use the call log to ensure that the Frame Relay callgroups become active and that calls are arriving are being placed as expected. 
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